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Abstract-  

In Information Technology field Cybersecurity plays an important part and currently securing information have 

come one of the toughest work. If we suppose about cybersecurity the first effects comes in our mind is “ 

cybercrime ” which is adding day by day. All are trying to help cybercrimes. This review paper focuses on the 

study of cybersecurity ways, ethics and cybersecurity on cybercrime. 
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Introduction-  

Cyber security is the operation of technologies, processes and controls to cover systems, networks, programs, 

bias and data from cyberattacks. Cybersecurity is used to reduce the threat of cyber attacks and cover from 

cyberattacks. In Information Technology field Cybersecurity plays an important part. Cybersecurity is used to 

cover from unauthorized access and abuse of data, in present days its veritably important for nation’s security 

and profitable well- being making the internet safer. Cybersecurity strategies for illustration, the development 

of specialized protection systems to help druggies from getting victims of cybercrime and it'll help to reduce the 

threat of cybercrime. Cybersecurity strategies are a important element to fight against cybercrime. In moment’s 

specialized terrain numerous rearmost technologies are changing the face of the humanity. But due to these 

coming up technologies we're unfit to cover our private information because of this these days cybercrimes are 

adding day by day. moment further than 62 percent of total marketable deals are done online, so this field needed 

a high quality of security for transparent and stylish deals. Hence cybersecurity has come a rearmost issue. The 

rearmost technologies like pall computing,E-commerce, online deals and numerous further technologies need 

security in high position. Since these technologies hold some important information regarding a person so their 

security is important thing. moment numerous nations and governments are assessing strict laws on cyber 

securities in order to help cybercrime victims from the loss of important/ private information. Every existent 

must be trained on this cyber security and train them to save themselves from these cybercrimes. 

 

Technology- 

Technology is vital to giving individualities and associations the system security tools wanted to cover 

themselves as of cyber attacks. Three principal objects essential be hovered endpoint strategies like PCs, 

handheld bias, and routers; systems; and the pall. Shared technology cast- off to defend these objects contain 
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coming- generation firewalls, DNS pass through a sludge, malware defence, antivirus tools, and dispatch safety 

results. Cyber might be distinct as kindly connected to the collection of workstations or the network. At the 

same time, security means the medium of guarding anything. Accordingly the terms Cyber and safety took 

systematized define the way of protective stoner information on or after the hateful attacks that might cquaint 

to the security break. It's the time that has been cast- off for a period back subsequently the internet passing 

developing like whatever. By asset of Cybersecurity, any society or any stoner can defended their critical data 

from hackers. still it's alive with playing at around point, it in fact used ethical hacking to contrivance 

Cybersecurity in any structure. 

 

Types of Latest Cybersecurity Technology 

1. Artificial Intelligence (AI) and Machine Learning (ML): Artificial intelligence and machine learning are 

revolutionizing the cybersecurity industry. This technology analyzes large volumes of data, learns from 

models and makes predictions about threats. Using this technology, cybersecurity professionals can identify 

and respond to threats faster and more accurately than ever before. 

2. Behavioral Biometrics: Behavioral biometrics is a new cybersecurity approach that uses machine learning 

algorithms to analyze user behavior. The machine detects patterns in the way users interact with devices, 

such as typing speed, mouse movement, and navigation.By analyzing these patterns, behavioral biometrics 

can identify threats                                 such as hackers accessing user accounts. 

3. Zero Trust Architecture: Zero Trust is a security model that requires strict authentication for any person or 

device attempting to access an organization's network or resources. The model assumes that no one is trusted 

by default, even if they are in a multi-network organization. Due to the large number of cyber attacks against 

businesses and organizations in recent years, the Zero Trust Architecture has gained momentum in the space. 

4. Blockchain: Blockchain technology is mainly about cryptocurrencies, but it also has the potential to change 

cybersecurity.By creating decentralized information, blockchain can provide secure storage for sensitive 

information. Without centralized data management, it is more difficult for hackers to gain unauthorized 

access. 

5. Quantum computing: Quantum computing is a machine that uses quantum mechanics to process data. It can 

solve complex problems faster than older computers. Although the technology is still in its infancy, it has 

the potential to revolutionize cybersecurity by improving security. 

6. Cloud security: Cloud computing has become an essential part of many businesses, but it also brings new 

security risks. Cloud security technology has emerged to address these risks, such as multiple authentication, 

access and management. Using this technology, businesses can protect data in the cloud. 

7. Internet of Things (IoT) Security: IoT devices are becoming more common in homes and businesses and 

are often vulnerable to cyberattacks. IoT security technologies include encryption, access control and 

monitoring to protect IoT devices and the data they collect. 
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Problem Statement- 

Types of cyberattacks problem faces 

1. Ransomware Attacks 

Ransomware attacks have come popular in the last many times and pose one of India’s most prominent Cyber 

Security challenges in 2020. According to the Cyber Security establishment Sophos, about 82 of Indian 

associations were hit by ransomware in the last six months. Ransomware attacks involve playing into a stoner’s 

data and precluding them from penetrating it until a rescue quantum is paid. Ransomware attacks are critical for 

individual druggies but more so for businesses that can’t pierce the data for running their diurnal operations. 

still, with utmost ransomware attacks, the bushwhackers don’t release the data indeed after the payment is made 

and rather try to wring further plutocrat. A type of virus known as ransomware locks the data on the victim's 

computer until the ransom is paid. Historically, businesses have been able to use backup systems to keep data 

safe. The group can recover stolen data without paying a ransom, but this will not necessarily prevent criminals 

from trying to retrieve the data.Customers should therefore focus on backing up their devices regularly, using 

the latest anti-malware and anti-phishing measures, and always staying up to date. 

2. pall Attacks 

utmost of us moment use pall services for particular and professional requirements. Also, playing pall platforms 

to steal stoner data is one of the challenges in Cyber Security for businesses. We're all apprehensive of the 

ignominious iCloud hack, which exposed private prints of celebrities. However, it could pose a massive trouble 

to the association and perhaps indeed lead to its collapse, If such an attack is carried out on enterprise data. 

3. Phishing Attacks 

Phishing is a type of social engineering attack frequently used to steal stoner data, including login credentials 

and credit card figures. Unlike ransomware attacks, the hacker, upon gaining access to nonpublic stoner data, 

doesn’t block it. rather, they use it for their own advantages, similar as online shopping and illegal plutocrat 

transfer. Phishing attacks are current among hackers as they can exploit the stoner’s data until the stoner finds 

out about it. Phishing attacks remain one of the major challenges of Cyber Security in India, as the demographic 

then is n’t well- clued with handling nonpublic data. 

 Some common solutions to phishing and spear-phishing attacks include using anti-virus and anti-phishing tools 

such as anti-phishing toolbars, sandbox email attachments, and employee training. 

4. Software Vulnerabilities 

Indeed the most advanced software has some vulnerabilities that might pose significant challenges to Cyber 

Security in 2020, given that the relinquishment of digital bias now is further than ever ahead. individualities and 

enterprises do n’t generally modernize the software on these bias as they find it gratuitous. still, streamlining 

your device’s software with the rearmost interpretation should be a top precedence. An aged software 

interpretation might contain patches for security vulnerabilities that are fixed by the inventors in the newer 

interpretation. Attacks on unpatched software performances are one of the major challenges of Cyber Security. 

These attacks are generally carried out on a large number of individualities, like the Windows zero- day attacks. 
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Software that manages vulnerabilities has a network security policy. Proactively scans the network for 

vulnerabilities, identifies them and recommends fixes to mitigate future security breaches. 

 

5. Machine literacy and AI Attacks 

While Machine literacy and Artificial Intelligence technologies have proven largely salutary for massive 

development in colorful sectors, it has its vulnerabilities as well. These technologies can be exploited by 

unlawful individualities to carry out cyberattacks and pose pitfalls to businesses. These technologies can be 

used to identify high- value targets among a large dataset. Machine literacy and AI attacks are another big 

concern in India. A sophisticated attack might prove to be too delicate to handle due to the lack of Cyber Security 

moxie in our country. 

 

Proposed Methodology- 

In this section, we present the detailed scheme of decision support methodology for cybercrime disquisition 

with the focus on the crime. The scheme is progressed by the following three way data preprocessing, case 

vector design, and logic machine. First, we give a brief figure of the dataset and describe the graces of the 

website vandalization data. Also, we epitomize the preprocessing for data parsing and drawing regarding the 

collected data type. Next, we designed the case vector and chose the significant features to apply the logic 

performance. Eventually, the logic machine has colorful functionalities, and it's intended for the grouping of 

cases grounded on their similarity. 

5 Cyber Ethics that has to follow to Control cyber crime Cyber ethics are nothing but the code of the internet. 

When we practice these cyber ethics there are good chances of us using the internet in a proper and safer way. 

The below are a few of the do use the Internet to communicate and interact with other people. Email and instant 

messaging make it easy to stay in touch with friends and family members, communicate with work colleagues, 

and share ideas and information with people across town or halfway around the world.  

• Don’t be a bully on the Internet. Do not call people names, lie about them, send embarrassing pictures of them, 

or do anything else to try to hurt them.  

• Internet is considered as world’s largest library with information on any topic in any subject area, so using 

this information in a correct and legal way is always essential.  

• Do not operate others accounts using their passwords.  

• Never try to send any kind of malware to other’s systems and make them corrupt.  

• Never share your personal information to anyone as there is a good chance of others misusing it and finally 

you would end up in a trouble.  

• When you’re online never pretend to the other person, and never try to create fake accounts on someone else 

as it would land you as well as the other person into trouble.  

http://www.ijsrem.com/


          International Journal of Scientific Research in Engineering and Management (IJSREM) 

                        Volume: 07 Issue: 06 | June - 2023                                SJIF Rating: 8.176                                 ISSN: 2582-3930   

 

© 2023, IJSREM      | www.ijsrem.com                                                                                                                              |        Page 5 

• Always adhere to copyrighted information and download games or videos only if they are permissible. The 

above are a few cyber ethics one must follow while using the internet. We are always thought proper rules from 

out very early stages the same here we apply in cyber space. 

 

Proposed Algorithms- 

Common Encryption Algorithms 

1. Triple DES 

Triple DES was designed to replace the original Data Encryption Standard (DES) algorithm, which hackers 

ultimately learned to master with relative ease. At one time, Triple DES was the recommended standard and the 

most extensively used symmetric algorithm in the assiduity. 

Triple DES uses three individual keys with 56 bits each. The total crucial length adds up to 168 bits, but experts 

would argue that 112- bits in crucial strength is more accurate. Despite sluggishly being phased out, Triple DES 

has, for the utmost part, been replaced by the Advanced Encryption Standard (AES). 

2. AES 

The Advanced Encryption Standard (AES) is the algorithm trusted as the standard by the U.S. Government and 

multitudinous associations. Although it's largely effective in 128- bit form, AES also uses keys of 192 and 256 

bits for heavy- duty encryption purposes. 

AES is largely considered impervious to all attacks, except for brute force, which attempts to decrypt dispatches 

using all possible combinations in the 128, 192, or 256- bit cipher. 

3. RSA Security 

RSA is a public- crucial encryption algorithm and the standard for cracking data transferred over the internet. 

It also happens to be one of the styles used in PGP and GPG programs. Unlike Triple DES, RSA is considered 

an asymmetric algorithm due to its use of a brace of keys. You've got your public key to cipher the 

communication and a private key to decipher it. The result of RSA encryption is a huge batch of mumbo Goliath 

that takes bushwhackers a lot of time and processing power to break. 

4. Blowfish 

Blowfish is yet another algorithm designed to replace DES. This symmetric cipher splits dispatches into blocks 

of 64 bits and encrypts them collectively. Blowfish is known for its tremendous speed and overall effectiveness. 

Meanwhile, merchandisers have taken full advantage of its free vacuity in the public sphere. You will find 

Blowfish in software orders ranging from e-commerce platforms for securing payments to word operation tools, 

where it protects watchwords. It's one of the more flexible encryption styles available. 
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5. Twofish 

Computer security expert Bruce Schneier is the architect behind Blowfish and its successor Twofish. Keys used 

in this algorithm may be over to 256 bits in length, and as a symmetric fashion, you only need one key. Twofish 

is one of the fastest of its kind and ideal for use in tackle and software surroundings. Like Blowfish, Twofish is 

freely available to anyone who wants to use it. 

 

Conclusion- 

Computer security is getting more important now a days because the world is getting largely connected, with 

networks being used to carry out critical deals, participating dispatches and indeed it has getting the digitalized 

sale of quantum too. due to that Cybercrime continues to diverge down different paths with each New Year that 

passes and so does the security of the information. The rearmost and disruptive technologies, along with the 

new cyber tools and pitfalls that come to light each day, are grueling associations with not only how they secure 

their structure, but how they bear new platforms and intelligence to do so. There's no perfect result for 

cybercrimes but we should try our position stylish to minimize them in order to have a safe and secure future in 

cyber space for our software. 
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