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ABSTRACT 

 
The main motive of this project is to automate home with the help of  Node MCU and remotely control by any 

Android OS smart phone. As technology is improving day by day so our houses are also getting smarter. Smarter 

houses are rapidly shifting from conventional switches to centralized automated system, involving remote controlled 

digital switches. Conventional switches creates a fear of getting shocks and also difficult  for physically challenged 

people to use.  
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I. INTRODUCTION  

 

Today we have various remote control devices like  TV and other electronic systems, which makes our life very 

convenient. Now, with the help of this project, we can control tube lights, fans and other household appliances with a 

remote control. But when we hit the market, such devices aren’t cost-effective, so we  found a solution. We have 

developed a new system that is more affordable and allow users to control  electronic devices without  spending 

money on remote controls. This project will help users to control all their electronic devices with their smartphones. 

The technology used is the IoT,  which allows you to access your electronic devices from anywhere via the Internet. 

As always, we are aware of our time, so it  also helps us to save our time.  

The Internet of Things (IoT) incorporates networks that allow sensors, software, electronic devices, and  devices to 

share or collect data and perform specific actions. A vast network of physical devices.  

Simply put, the IoT is made up of two words: the Internet and things.  

• Objects – Physical devices, appliances, gadgets, etc.   

• Internet – The Internet for these devices to connect . 

The IoT aims to extend Internet connections not only to computers and smartphones, but to other devices that people 

use at home and at work. This technology enables remote control of devices over the network infrastructure. The result 

is less human effort and easier access to connect devices. Autonomous control allows the device to be operated 

without  human intervention. 
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II. RELATED WORK 

 

In recent years, wireless communication technology has advanced. In the late 2000s, we implemented a remote 

irrigation system that established wireless communication between three different farms (vineyards, apple orchards, 

and flood irrigated meadows) in widely dispersed areas of Australia's Galborn Valley. During this time, 3G wireless 

technology was developed and our remote controlled irrigation system was introduced into the new 3G network 

infrastructure. Real-time communication and remote access in such a large deployment was achieved using Remote 

Desktop Session over port 3399. As technology  become advances, security breaches and vulnerabilities develop and 

this type of remote access and control is no longer considered secure. Recent work has been a large-scale deployment 

via a virtual private network (VPN), a remote water tank that allows access to IoT devices via smartphones with secure 

communication with sensors in multiple water tanks. The successful development and  user acceptance of these smart 

technologies depends not only on cost-effectiveness and robustness, but also on ease of use, operational integration 

and trust building. Therefore, this paper considers the next step in research in the development of  integrated voice 

control systems that provide consumers with secure and personalized services. In this article, we have taken the first 

step in this direction with the development of  smart home automation systems. 

 

 
Fig. (a) 

 

III. LITERATURE SURVEY 

 

A. Home Automation System  

The basic definition of a home automation system is to create a network between household appliances and internet so 

that all  appliances in the home can be controlled by one machine. There's another term for this, it's a smart home. 

Imagine ,we come  home and turning on the lights without touching the light  switch. Imagine the moment when  we're 

away from home and we don’t  worried about our home security. All of  these integrated systems create a home known 

as a smart home.  

B. Device-to-device communication  

In device-to-device communication, there are two or more devices that are directly connected to each other, as shown 

in Figure (b). These devices are interconnected via many types of sources such as WiFi and ZigBee that helps in 

establishing a direct communication between two or more devices.  
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Fig. (b) 

 

C. Device-to-cloud communication  

In this communication network, IoT devices are connected to the cloud network, which is an application for 

exchanging data, as shown in Figure (c). Use existing sources such as wired Ethernet and the Internet for 

communication between the device and the cloud. Some popular consumers of IoT devices like Home Nest are using 

this communication  model. For example, in the case of Nest Learning Thermostat, a device  used to maintain  

temperature at  specific points in time, the device sends its data to the cloud over the Internet, which is used to 

calculate household energy usage. In addition, this application also allows users to access and evaluate  this  

thermostat data. However, there is a limitation in this area that only devices and clouds from the same manufacturer 

can be used. 

 

 

Fig (c) 

 

IV.Hardware Architecture and Implementation 

The core of a home automation system consists of  two main hardware components. Home server and node mcu.  

 

Fig. (d) 

 

The node Mcu board is a low cost WiFi module,  a stand-alone SystemOnChip with an integrated TCP / IP protocol 

stack that can provide microcontrollers with access to  WiFi networks. The ESP8266 can host applications or offload 

all WiFi network functions to another application processor. The chip first became known to  Western manufacturers 
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in August 2014 using the ESP01 module from a third-party manufacturer, AiThinker. This small module allows the 

microcontroller to connect to a WiFi network and use Hayesstyle commands to establish a simple TCP / IP 

connection. Initially, however, there was little English documentation on the chip and the commands it accepts. The 

fact that it is very low priced and contains very few external components in the module, suggests that it could 

ultimately be very cheap, and many hackers have modules, chips. 

 

 

Fig. (e) 

The  relay is an electric switch. It consists of a row of input terminals  and a row of operating contact terminals for one 

or more control signals. The switch may have any number of contacts or multiple contact forms, such as make 

contacts, break contacts, or combinations. Relay are used where it is necessary to control a circuit by an independent 

lowpower signal, or where several circuits must be controlled by one signal. Relays were first used in longdistance 

telegraph circuits as signal repeaters: they refresh the signal coming from one circuit by transmitting it on another 

circuit. Relays were used extensively in telephone exchanges and early computers to perform logical operations.  

 

                                                                                                      

 

Fig (f) 

                                                                                                                                                                                                                                           

IFTTT is a freeware web based service that creates chain of simple conditional statements called applet is triggered by 

changes that occur within other web services such as Gmail etc. For example, an applet can send an email message 

when a user tweets with a hashtag, or copy a photo to a user's archive on Facebook when someone tags the photo user. 

In addition to web-based applications, this service runs on iOS and Android. The trigger is the "this" part of the applet. 

These are the elements that trigger the action. For example,  you can receive notifications from RSS feeds based on 
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keywords or phrases. The action is the "that" part of the applet. These are the outputs that result from the input of the 

trigger.  

 

Fig (g) 

 

The  breadboard is a build base for prototyping electronic devices. Originally, the term literally meant a breadboard, a  

piece of polished wood used to slice bread. By the 1970s, solder-free breadboards were available, and today the term 

"breadboard" is often used to refer to it. 

 
Fig (h) 

 

V. Conclusions and future work 

 IOT-based home security and automation is very useful for remote users. Any home can be monitored and controlled  

using the prototype implemented in this document. This IOT-based system is a component of all Internet-based 

diverse applications. The system developed in this document is a cost-effective solution for IoT applications. The 

modules used to form it are lightweight, easy to use and inexpensive. It also enables easy operation and quick access to 

information. This allows users to access files from anywhere in the world via their computer. As more data is 

generated by things, not just people, the productivity gains on the Internet extend to things as well as people. This is a 

prototype that provides a reliable, low-cost and efficient IoT application solution worldwide. This means that our 

system can be applied to many other uses. Some of them are shown below.  

 • A healthcare system that monitors the health of patients.  

 • Mass monitoring  

 • Traffic management and route optimization in terms of intelligent transportation systems. 

 • Infrastructure monitoring that monitors the building's infrastructure to prevent danger.      

 • A water management system for checking water quality  and its leaks and other similar conditions.  

 • SCADA system for monitoring substations. Monitoring system.  

 • Boundary monitoring system for monitoring noise pollution and air pollution.  

 • A smart greenhouse system for controlling its parameters over the internet. 
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