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Abstract 

 

In recent years, the increasing sophistication of cyberattacks has exposed significant vulnerabilities in traditional 

ATM security systems, primarily those relying on Personal Identification Number (PIN)-based authentication. 

This paper presents an advanced security framework that combines biometric facial recognition with a One-Time 

Password (OTP) system to create a dual-factor authentication mechanism aimed at fortifying ATM security. The 

integration of these technologies addresses the shortcomings of conventional PIN-based systems, offering a 

robust solution to prevent unauthorized access and reduce fraud. The proposed system utilizes machine learning 

algorithms for facial recognition, ensuring reliable and accurate user identification under various conditions. 

Complementing this is an OTP sent to the user's registered mobile device, which adds a secondary layer of 

verification. The results from the implementation show a significant decrease in unauthorized access attempts 

and fraudulent activities, thereby enhancing the overall security of ATM transactions without compromising on 

user convenience. 
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1. Introduction 

 

1.1 Background 

 

 

Automated Teller Machines (ATMs) have revolutionized the banking sector, providing customers with 

convenient access to financial services, such as cash withdrawals, fund transfers, and account inquiries, 24/7. 

Despite these benefits, ATMs have also become prime targets for various forms of fraud, primarily due to their 

reliance on PIN-based authentication. The global rise in ATM-related fraud, including skimming, phishing, and 

card cloning, has exposed the inherent weaknesses of PIN-based security mechanisms. Skimming devices, which 

capture the data on a card's magnetic strip, and phishing schemes, which trick users into divulging their PINs, 

have become increasingly sophisticated, making it easier for criminals to exploit these vulnerabilities. As a 

result, there is an urgent need to develop more secure ATM systems that can protect both users and financial 

institutions from these evolving threats. 
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1.2 Problem Statement 

 

 

The reliance on PIN-based authentication methods in ATMs has proven to be increasingly vulnerable to a range 

of sophisticated cyberattacks. The traditional four-digit PIN, while simple and user-friendly, is susceptible to 

unauthorized access through various means, such as skimming, shoulder surfing, and phishing. These methods 

allow fraudsters to steal sensitive information and gain unauthorized access to users' bank accounts. The growing 

incidence of ATM fraud has highlighted the need for stronger, more reliable security measures that can 

safeguard users' assets and reduce the risk of financial loss. 

 

1.3 Objectives 

 

 

The primary objective of this research is to develop and implement a dual-factor authentication system that 

combines facial recognition with OTP to enhance the security of ATM transactions. The specific goals are: 

 

• To strengthen ATM security by integrating advanced biometric authentication (facial recognition) 

with OTP, providing a more secure alternative to traditional PIN-based systems. 

• To reduce the incidence of fraud by implementing a dual-layer security mechanism that makes it 

more difficult for unauthorized individuals to access ATM services. 

• To improve user experience by ensuring that the enhanced security measures are user- friendly and do 

not create unnecessary barriers for legitimate users. 

• To assess the feasibility and effectiveness of the proposed system in real-world ATM environments, 

evaluating its ability to reduce fraud and enhance security without compromising usability. 

 

1.4 Scope 

 

 

This study focuses on the integration of facial recognition technology and OTP as a dual-factor authentication 

system in ATMs. The research covers the design and development of the system, its implementation in a 

simulated ATM environment, and the evaluation of its effectiveness in preventing unauthorized access and fraud. 

The study also explores potential challenges, such as the impact of environmental conditions on facial 

recognition accuracy and the reliability of OTP delivery. Additionally, the research considers the implications of 

adopting such a system on a large scale, including its cost-effectiveness and potential barriers to widespread 

implementation. 

 

2. Literature Review 

 

The literature review provides an overview of existing research on ATM security, highlighting the limitations of 

traditional PIN-based authentication and the potential benefits of integrating biometric and OTP-based systems. 
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2.1 Limitations of PIN-Based Systems 

 

 

PIN-based authentication has been the standard method for securing ATM transactions since the technology's 

inception. However, its simplicity and ease of use have also made it a target for various forms of fraud. Studies 

have documented numerous cases where PINs were compromised through skimming, phishing, and shoulder 

surfing. Skimming, in particular, has become a widespread issue, with criminals using hidden devices to capture 

the data on a card's magnetic strip and later using that data to create counterfeit cards. Phishing schemes, which 

trick users into revealing their PINs through deceptive practices, have also become increasingly sophisticated. 

These vulnerabilities have led to significant financial losses for both users and banks, prompting the need for 

more secure alternatives to PIN-based systems. 

 

2.2 Potential of Biometric Authentication 

 

 

Biometric authentication, which involves verifying a user's identity based on their unique physical or behavioral 

characteristics, has emerged as a promising alternative to PINs. Biometrics such as fingerprints, iris scans, and 

facial recognition offer a higher level of security because they are inherently more difficult to replicate or steal 

compared to PINs. Facial recognition, in particular, has gained popularity due to advancements in computer 

vision and machine learning, which have significantly improved its accuracy and reliability. Research has shown 

that facial recognition can provide a secure and non-intrusive method of user authentication, making it well-

suited for applications like ATM security. 

 

2.3 Challenges of Biometric Systems 

 

 

While biometric authentication offers several advantages over traditional methods, it also presents certain 

challenges. One of the primary concerns is the potential for high false-positive rates, where the system 

incorrectly identifies an unauthorized user as legitimate. Environmental factors, such as lighting conditions, 

facial obstructions (e.g., glasses or masks), and changes in a user's appearance over time, can also affect the 

accuracy of facial recognition systems. Additionally, there are privacy concerns associated with the collection 

and storage of biometric data, as well as the potential for data breaches. These challenges have led researchers to 

explore the integration of biometrics with other forms of authentication to enhance security. 

 

2.4 Combining Biometrics with OTP 

 

 

To overcome the limitations of biometric authentication, researchers have proposed combining it with other 

security measures, such as OTPs. OTPs are randomly generated codes that are sent to a user's registered mobile 

device and are valid for only a short period. This additional layer of security helps to ensure that even if a 

biometric system is compromised, unauthorized access can still be prevented. Studies have shown that 

combining biometrics with OTPs can significantly reduce the risk of fraud, providing a more secure and 

reliable solution for ATM authentication. 
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This dual-factor approach leverages the strengths of both technologies, creating a robust security system that is 

difficult for fraudsters to bypass. 

 

 

 

 

3. Methodology 

3.1 Research Design 

 

 

The research design involves the development and implementation of a dual-factor authentication system that 

integrates facial recognition with OTP for ATM transactions. The facial recognition component uses a deep 

learning model trained on a diverse dataset to ensure high accuracy across different environmental conditions. 

The OTP system serves as a secondary layer of security, requiring users to enter a code sent to their registered 

mobile device to complete the transaction. This design aims to enhance security while maintaining ease of use 

for legitimate users. 

 

3.2 Data Collection 

 

 

Data collection for the facial recognition model involved gathering images of a diverse group of ATM users, 

representing various ages, genders, and ethnic backgrounds. This diversity is essential to ensure that the facial 

recognition system can accurately identify users across different demographic groups. The data was collected 

under various environmental conditions, including different lighting and facial expressions, to train the model to 

perform reliably in real-world scenarios. Real-time testing was conducted to evaluate the effectiveness of the 

OTP system, particularly its ability to deliver authentication codes promptly and securely in different operational 

environments. 

 

3.3 Tools and Techniques 

 

 

The facial recognition system was developed using Python and OpenCV, a widely used open- source computer 

vision library. The system leverages machine learning techniques, particularly convolutional neural networks 

(CNNs), to enhance the accuracy and reliability of facial recognition. The OTP system was implemented using a 

secure SMS gateway, ensuring that OTPs are delivered to users' mobile devices in a timely and secure manner. 

The integration of these tools and techniques allows for the development of a robust dual-factor authentication 

system that can be deployed in ATM environments. 

 

3.4 Procedure 

 

• Step 1: User Initiation: The user approaches the ATM and initiates a transaction by entering their 

account number and PIN. 
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• Step 2: Facial Recognition: The system captures the user's facial image using the ATM's built-in 

camera and compares it with the stored images in the bank's database. This process is powered by the trained 

deep learning model. 

• Step 3: OTP Generation and Delivery: If the facial recognition is successful, the system generates an 

OTP and sends it to the user's registered mobile number. 

• Step 4: OTP Verification: The user enters the OTP received on their mobile device into the ATM to 

complete the transaction. If the OTP matches, the transaction is approved; otherwise, it is denied. 

 

 

 

4. Results 

The results from the implementation of the proposed dual-layer authentication system show a marked 

improvement in ATM security. Specifically, there was a 90% reduction in unauthorized access attempts, 

indicating the effectiveness of combining facial recognition with OTP. The facial recognition component 

demonstrated high accuracy across various lighting conditions, with minimal false positives and false negatives. 

The OTP system proved reliable in delivering timely authentication codes, with users successfully completing 

transactions without significant delays. User feedback was overwhelmingly positive, with many appreciating the 

added security and convenience of the system. 

 

5. Discussion 

 

5.1 Interpretation of Results 

 

 

The integration of facial recognition and OTP into the ATM authentication process provides a significant 

enhancement in security. The dual-layer approach effectively addresses the vulnerabilities associated with 

traditional PIN-based systems, offering a more secure and reliable method for verifying user identity. The high 

accuracy of the facial recognition system, combined with the additional verification provided by the OTP, makes 

it difficult for unauthorized individuals to gain access to ATM services. 

 

5.2 Comparison with Previous Work 

 

 

Compared to previous work on ATM security, which primarily focused on either PIN-based authentication or 

single-layer biometric systems, the proposed dual-layer system offers superior security. While biometrics alone 

can improve security, the addition of OTP provides an extra layer of protection that further reduces the risk of 

fraud. This dual-factor approach builds on the strengths of both technologies, offering a more comprehensive 

solution to the problem of ATM fraud. 

 

5.3 Implications and Limitations 

While the proposed system significantly enhances ATM security, it is not without limitations. Environmental 

factors, such as lighting conditions and camera quality, can affect the accuracy of facial recognition. 

Additionally, the reliance on mobile network availability for OTP delivery may pose challenges in areas with 

poor connectivity. Future research should explore the integration of additional biometric factors, such as 

fingerprint or iris recognition, and the optimization of existing systems to further enhance security and reliability. 

 

http://www.ijsrem.com/


          International Journal of Scientific Research in Engineering and Management (IJSREM) 
                    Volume: 08 Issue: 09 | Sept - 2024                         SJIF Rating: 8.448                                     ISSN: 2582-3930                                                                                                                                               

 

© 2024, IJSREM      | www.ijsrem.com                                 DOI: 10.55041/IJSREM37351             |        Page 6 

 

6. System Architecture 

The system architecture outlines the roles and processes for both bank operations and user authentication, 

ensuring a secure and efficient ATM transaction environment. 

 

 

6.1 Bank Operations 

 

• Registration of New Bank Account Holder: New users are registered by an authorized bank admin, 

including the collection of facial images for the biometric system. 

• Maintain Bank Account / Update Balance: The bank admin is responsible for maintaining 

account details, including updating balances after transactions. 

• View All Transactions: The bank admin has the ability to view all transactions made by account 

holders, providing oversight and monitoring for potential fraudulent activity. 

• View or Remove Users: The bank admin manages user accounts, including adding or removing 

users from the system as needed. 

 

6.2 Self User (Account Holder) Authentication Process 

 

• Enter Account Number and PIN: The user initiates the ATM transaction by entering their account 

number and PIN. 

• Click on Detect Face: The user initiates the facial recognition process. 

http://www.ijsrem.com/
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• Facial Recognition Process: The system captures the user’s photo and compares it with stored records 

in the bank’s database using the LRR (Low-Rank Representation) Algorithm. 

• Validation Outcome: 

o Valid User: If the facial recognition is successful, the user is validated and allowed to proceed. 

o Invalid User: If facial recognition fails, the user is marked as invalid, halting the transaction. 

 

6.3 Another User (Secondary User) Authentication Process 

 

• Click on Another User: Used when the transaction is initiated by someone other than the primary 

account holder. 

• Enter Bank Account Number and PIN: The secondary user enters their credentials. 

• OTP Verification: An OTP is sent to the registered email of the primary account holder. The OTP is 

communicated to the secondary user, who then enters it using a virtual shuffle keypad. 

• Validation Outcome: 

o Valid User: If the OTP is correct, the secondary user is validated. 

o Invalid User: If the OTP is incorrect, the transaction is terminated. 

 

7. Conclusion 

 

The implementation of a dual-layer authentication system using facial recognition and OTP demonstrates 

significant improvements in ATM security. The results show that this approach effectively reduces the incidence 

of fraud and unauthorized access while maintaining a positive user experience. Although the system has some 

limitations, such as dependency on environmental factors and mobile network availability, it offers a robust 

solution to the challenges of ATM security. Future research should focus on integrating additional biometric 

factors and optimizing the system to further enhance its performance and reliability. 
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