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Abstract - Digital pictures area unit typically employed 

in many domains. great amount of information is critical 

to represent the digital pictures that the transmission and 

storage of such pictures area unit long and unworkable. 

thence the knowledge within the pictures is compressed 

by extracting solely the visible components. usually the 

compression technique will scale back the storage and 

transmission prices. throughout compression, the 

dimensions of a graphics file is reduced in bytes while not 

distressful the standard of the image on the far side a 

suitable level. many ways like separate trigonometric 

function remodel (DCT), DWT, etc. area unit used for 

pressing the photographs. But, these ways contain some 

obstruction artifacts. so as to beat this problem and to 

compress the image with efficiency, a mix of DCT and 

shape compression techniques is projected. DCT is 

utilized to compress the colour image whereas the shape 

compression is utilized to evade the repetitive 

compressions of analogous blocks. Analogous blocks 

area unit} found by exploitation the geometrician 

distance measure. Here, the given image is encoded by 

means that of Huffman secret writing technique. The 

implementation result shows the effectiveness of the 

projected theme in pressing the colour image. Also, a 

comparative analysis is performed to prove that our 

system is competent to compress the photographs in 

terms of Peak Signal to Noise magnitude relation 

(PSNR), Structural Similarity Index (SSIM) and 

Universal Image Quality Index (UIQI) measurements. we 

tend to introduce a brand new thanks to use shape writing 

for compression, supported the parallel use of a shape 

encoder and a DCT encoder. the 2 encoders area unit 

given the complementary roles to capture the knowledge 

of edge and sleek variation, and therefore the data of 

detail severally. we tend to show the advantage of 

exploitation this hybrid writing theme over the 

employment of a shape encoder alone, or a DCT encoder 

alone. This writing theme is additionally the occasion to 

demonstrate a brand new idea of writing by nonlinear 

feature separation supported regular and uniform 

algorithms, appropriate for time period VLSI 

implementation 
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1.INTRODUCTION  

Changing the intensity values of pixels is a common way 
to improve images. Most image processing software tools 

provide several options for altering the appearance of an 

image by transforming the pixels with a single function 
that maps an input grey value to a new output value. It 

takes images of regions and applies a different mapping 

function to each one. Because it is common to stretch the 

grey values of an image that is too dark onto the full set 
of grey values available, remapping the grey values is 

often referred to as stretching. 

 

 

Fig -1: Figure 

 

CONCLUSION:As steganography is concerned with 
security purpose and it is consider as a fascinating 

scientific area .The proposed algorithm pre processes the 

data before hiding it behind the cover image. The 

compression step involved in the algorithm reduces the 
size of text and thus allows more data to be hidden behind 

the same image. So, using compression more data can be 

hidden behind the same image. The skin area and the edge 
pixels are evaluated and secret data which is encrypted 

with RSA algorithm is embedded into specific area .As 

data is embedded in certain region rather than Digital 
images are much 
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FUTURE SCOPE:In future, this technique may be 

modified by preprocessing the data in a different way. A 

different compression algorithm like DCT (Discreet 

Cosine Transform), Vector Quantization, Huffman 

coding, RLE (Run Length Encoding), string-table 
compression, LZW (Lempel Ziff Welch) can be used 

according to the efficiency required Steganography has a 

wide array of uses. . Digital images are much easier to 
transmit, improve on, and store on data- processing 

supports.  celluloid films soon won't be an issue anymore. 

Tears, cracks, and color deterioration of the paper 
medium can by now be corrected by scanning the 

photographs and restoring them by numerical algorithms.  

And for data encryption different algorithms Like AES, 

DES can be used for more security. For example, it can 
be used for digital watermarking, e-commerce, and the 

transport of sensitive data.  Digital watermarking 

involves embedding hidden watermarks, or identification 
tokens, into an image or file to show ownership. This is 

the computational effort of finding the median relative to 

performing the entire sort? (b) Implement your algorithm 
in some programming language and test it on some 

example images. Exercise 6 Modifying Quicksort 2 

Consider using the quicksort algorithm from above to 

detect steps in the picture function, such as the steps from 
black to white squares in the checkerboard images. 

Suppose the median of a neighborhood about I[r,c] has 

just been found by placing a pivot value in array position 
A[n/2]. Describe how the rest of the array can be 

processed to decide whether or not the pixel at [r,c] is or 

is not on the boundary between regions of different 

brightness. options for controlling the filtering of an input 
image to produce an enhanced output image are 
represented by the generic algorithm below. 

Algorithm 1 shows simple sequential program control 

which considers each pixel of the output image G in raster 

scan order and computes the value of G[r; c] using a 
neighborhood of pixels around F[r; c]. It should be clear 

that the pixels of output image G could be computed in a 

random order rather than in row and column order, and, 
in fact, could all be computed in parallel. 

This holds because the input image is unchanged by any 

of the neighborhood computations. Secondly, the 
procedure compute using neighbors could be 

implemented to perform either boxcar or median filtering. 

For boxcar filtering, the procedure need only add up the 
w h pixels of the neighborhood of F[r; c] and then divide 

by the number of pixels w h. To implement a median 

filter, the procedure could copy those wh pixel values into 

a local array A and partially sort it to obtain their median 
value. Control could also be arranged so that only h rows 

of the image were in main memory at any one time. 

Outputs G[r; c] would be computed only for the middle 
row r. 

Then, a new row would be input to replace the oldest row 

in memory and the next output row of G[r; c] would be 

computed. This process is repeated until all possible 
output rows are computed. Years ago, when computers 

had small main memories, the primary storage for images 

was on disk and many algorithms had to process images 
a few rows at a time. Today, such control is still of interest 

because it is used in image processing boards 

implementing a pipelined architecture. 5.6 Detecting 
Edges using Dereferencing Masks Image points of high 

contrast can be detected by computing intensity 

differences in local image regions. Typically, such points 

form the border between different objects or scene parts. 
In this section, we show how to do this using 

neighborhood templates or masks. We start by using one-

dimensional signals: this helps develop both intuition and 
formalism and is also very important in its own right. The 

1D signal could just be rows or columns of a 2D image. 
The section ends by studying more general 2D situations. 
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