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ABSTRACT: This paper proposes the design and 

implementation of a secured e-voting system intended to 

innovate the electoral process, thereby improving voters' 

 

Technologies: 

I.INTRODUCTION 

participation in elections. Traditional methods of voting 

have a number of drawbacks regarding logistics 

inefficiency, accessibility to voters, and security issues. The 

proposed e-voting system will help solve these problems by 

offering a digital platform that will ensure secured, 

efficient, and accessible voting. The system has been 

developed in Java, JSP, and MySQL; it has a highly user- 

friendly interface, a robust backend processing system, 

and data managed safely. 

The system is secured to allow access only to the 

authorized voter by its OTP-based authentication 

mechanism via SMS gateway. In fact, such a model of two- 

factor authentication considerably reduces unauthorized 

access and hence enhances the security for the voting 

process. All votes are encrypted before storage to maintain 

confidentiality and integrity of data for the voters using 

the system. 

The architecture of the system is such that it is scalable, 

hence, capable of responding to simultaneous requests 

from a high volume of users with no degradation of 

performance. 

Extensive testing gives evidence of the system's reliability 

and efficiency in different scenarios, hence allowing it to 

suit all parameters that ensure a secure, as well as 

transparent, electoral process. Introducing contemporary 

technology into the context of voting, this e-voting system 

has great potential to revolutionize how elections are 

conducted and guarantee more participation while 

securing the integrity of the election outcome in the digital 

era. 

INDEX TERMS : Online Voting , Secure Voting Platform, 

Voter Authentication, OTP Verification, SMS Gateway, 

Encryption, Web Application Development, Voting Results , 

Election Management System 

This e-voting system utilizes a combination of technologies to 

ensure functionality, security, and user accessibility. Java 

serves as the backbone for backend processing, handling core 

logic and data management. Java Server Pages (JSP) enables 

dynamic content generation, facilitating seamless interaction 

between the user interface and the server. The frontend is built 

using HTML, CSS, and JavaScript to create a responsive, 

user-friendly interface. MySQL manages the database, storing 

voter information and election data securely. JDBC (Java 

Database Connectivity) ensures efficient communication 

between the application and the database. Additionally, an 

SMS Gateway is integrated for OTP-based user 

authentication, enhancing system security. 

 

Structure of E voting System : 

It has a multi-tier architecture, including a user interface, 

application logic, and database management for the e-voting 

system. 

 

1) User Interface: This layer, developed using HTML, CSS, 

and JavaScript, provides a user-friendly platform that enables 

voters to log in securely, view candidates, and cast votes. 

2) Application Logic: This layer, developed using Java and 

Java Server Pages, performs the core functions of the 

application: voter authentication, session management, and 

vote encryption. Actually, it guarantees safe communication 

between the User Interface and the Database by processing all 

requests coming from the users and producing dynamic 

content. 

 

3) Database Management: It uses MySQL at the back end to 

store all information about voters, candidates, and vote 
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records. Java Database Connectivity (JDBC) provides 

interaction between application logic and the database safely 

with respect to data retrieval and storage. 
 

 

 

The architecture will ensure a secure, efficient, and scalable e- 

voting system that safeguards the integrity and confidentiality 

of the electoral process. 

 

SMS Getway: 

An SMS Gateway is becoming a very crucial part of any 

modern system for authentication, where the case of OTP 

delivery is very significant since it assures security for vital 

processes, which may include e-voting. An SMS Gateway 

plays the role of a mediator between applications and mobile 

networks, which would allow a system to deliver OTPs, 

usually directly, to the user's mobile phone. 

 

The OTP is successfully sent to the registered mobile number 

via the SMS Gateway every time a voter is asked to log in; it 

is this OTP that forms the second layer of authentication, 

ensuring only the legitimate voter accesses the voting system. 

 

The gateway characterizes high reliability and speed, and the 

OTPs are assured to be delivered within time. The delivery 

reports are also logged to track the performance of OTP 

transmission. Integration of an SMS Gateway automates a 

system with immense reduced risks of unauthorized access, 

thereby enhancing the general system security in the e-voting 

process. 

 

Proposed System : 

The proposed e-voting system is built for being a secure, 

efficient, and user-accessible platform on which elections can 

be conducted. It incorporates an easily navigable front end for 

voter registration, log-in, and voting facilities. Java is used for 

handling the back-end processing, JSP for dynamic content, 

and MySQL for the database to hold the details of voters and 

elections. OTP-based authentication that is integrated with the 

current system through an SMS Gateway ensures that a user is 

able to vote only once. Also included are encrypted data 

transmission and real-time vote tallying. This offers a truly 

scalable and reliable alternative to traditional methods of 

voting, which will boost empowering voters to participate and 

build confidence in the process. 

 

The digital technologies have indeed transformed many 

aspects of the life today, mainly in the way people 

communicate, in information acquisition, and even in doing 

transactions among themselves. The specific scope where a 

difference has to be felt is in the area of the electoral process. 

The ways through which the voting procedure has taken place 

over history have been indeed useful but are facing many 

challenges in a vibrant and an interlinked world like the one 

today. The demand has been driven by issues in accessibility, 

voter turnout, security, and logistical inefficiencies. An e- 

voting system will be one such important initiative that 

answers these challenges by providing a more effective, 

secure, and accessible platform for conducting elections. 

The Need for E-Voting 

 

Result Analysis 

The result analysis of the e-voting system project really shows 

that it is one of the most secure, efficient, and user-friendly 

voting platforms. It has undergone thorough testing under high 

loads and pressures from its users for ensuring performance, 

scalability, and reliability of the system. The OTP-based 

authentication process barred all doors undesirable to the 

access of the system, while allowing only rightful and 

authentic users to vote on it. The encryption of votes and 

transmission of such secure data between the polling booths 

kept privacy among voters and maintained integrity in the 

results of the election. 

 

The system had demonstrated concurrency with a heavy 

number of users without any degradation of performance 

during tests. The vote tallying process was correct and done in 

real-time. Immediately after the voting period finished, the 

results were shown. According to user feedback, the system is 

easy to operate and access with a high degree of satisfaction. 

In short, the e-voting system achieved all major goals; hence, 

it has been promising to be employed as a trusted method of 

modernizing the process at an election. 

 

● Registration of New Voter 

Voter registration is a friendly interface for any potential 

candidate who can register towards the e-voting system. Here, 

the voter puts in their important information, which mostly 

includes the verification of their details and the storage of data 
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in the database. First, in this page, the verification steps are 

given, as in authenticating through OTP. 
 

● Declare Voting Date 

 

Under the admin login, the system provides the functionality 

to declare and manage the voting date. The admin can declare 

the date for the start and end of the period of voting, allowing 

accessibility of the system for voting within that period only. 

This allows the admin the facility to schedule elections in 

advance with convenience in managing several voting events. 

The administrator has the right to alter dates of voting on 

something that happens, and automatic notification about 

changes is sent to all users by the system. In fact, this might 

give good coordination of the voting process and targeting 

regarding timelines. 

 

 

● Voting Result 

 

The result of voting comes both in tabular and graphical 

formats in the admin page. The table should give a breakdown 

that will involve each candidate with the number of votes 

received for clarity and precision in the output of the results. 

Also, the graphical representation provided for the distribution 

of votes could be either in bar charts or pie charts to make 

comprehension of the overall trends much easier at a glance. 

With this dual format display, the admin can do a thorough 

analysis of the results for accurate and transparent election 

results. 

 

A)Result in Table Format 

Results of voting are presented in tabulated form, which is 

neat and well-presented. Each candidate and his or her party 

name is named along with the votes received in total. This 

ensures that information regarding election outcomes is clear, 

accurate, and easy to read. 

 

B. Result in Graph Format 

 

Elections are a crucial component of democratic nations and 

provide a way in which an individual can record his/her own 

choice on how he or she would like to be governed. 

Traditional methods of voting, however, are no longer able to 

satisfy the changing demands of modern elections. Some of 

the major reasons for their shortcoming include: 

1) Accessibility: Traditional methods of conducting elections 

often require physical presence at centers of polling, a 

proposition that differently abled citizens, elderly citizens, and 

citizens residing in far-flung areas find very challenging. Long 

queues, limited voting hours, and a situation of geographical 

constraints weaken the commitment to the process and 

eventually lead to lower turnout rates. 

 

2) Problems with Paper Ballots: The problems arising with the 

use of paper ballots are: tampering, loss, and mishandling; 

they present a weak venue for fraud and manipulation in the 

sale and transportation of the ballots. Hence, any voting 

system must be robust enough to afford the level of 

confidence that democratic institutions demand from an 

electoral process. 

 

3Cost and Efficiency: Organizing a traditional election 

demands indispensable cost and effort in logistics that come 

through activities like the typification of ballots, staffing up 

polling stations, and orchestrating a counting procedure. 
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Logistically, these activities are time-consuming, expensive, 

and often result in delaying the announcement of the results. 

4) Environmental Impacts: The production of ballot papers and 

waste generated from election material actually creates 

environmental degradation. In this era, when the world itself is 

searching for practical ways to reduce environmental 

footprints, the election time is one such moment. 

 

These can be addressed by developing an e-voting system. E- 

voting, based on contemporary technologies, can make 

systems more accessible, secure, cost-effective, and reduce 

environmental harm in conducting elections. This project is 

called "E-Voting System Implementation," and it aims to 

address the development of a secure, efficient, and user- 

friendly online voting system to assist in meeting the above 

requirements. 

 

II. ASSOCIATED WORK 

In the last two decades, a lot of development in electronic 

voting has taken place, where a number of systems have been 

proposed and implemented to counter the challenges in 

traditional voting methods. Early work in e-voting focused on 

developing systems that could replicate functionality of paper 

ballots in a digital format while assuring security and integrity 

in voting. 

 

Among pioneer efforts in e-voting, the Estonian e-voting 

system, implemented in 2005, stands out. In the Estonian 

system, citizens vote online using a government-issued ID 

card, largely hailed as among the most successful 

implementations of e-voting technology [1]. Its Estonian 

system incorporates public key infrastructure, PKI, to provide 

secure authentication of voters and cryptographic techniques 

to guarantee vote anonymity and integrity [2]. 

Another influential piece of work in the domain is the Helios 

voting system, developed as open-source software for small- 

scale university or professional organization-style elections. 

Helios uses cryptographic techniques to deliver end-to-end 

verifiability—checking that all votes are counted correctly 

without putting voter privacy at risk. The system has been 

used several times and has shown that secure online voting 

can be done at least in a controlled environment. 

 

The application of blockchain technology has recently been 

touted as a panacea to security and transparency challenges in 

e-voting systems. This might be due to the reason that 

blockchain forms the basis for both decentralization and 

cryptographic security, making it a fit for the integrity 

assurance of the voting process [5]. Other projects, like Votes 

and Follow My Vote, have tested blockchain in e-voting, but 

such solutions remain highly experimental and bear a lot of 

challenges related to scalability and accessibility of voters 

[6][7]. 

This associated work in the domain of e-voting contributed a 

lot toward secure and efficient voting systems. However, the 

application of such systems at a larger scale proved to be 

difficult in regard to security, usability, and accessibility. 

Drawing from such practical experiences of previous systems, 

this paper proposes an e-voting solution that is accessible, 

secure, and efficient to answer these challenges. 

 
III. LITERATURE SURVEY 

 

The development and implementation of e-voting systems 

have been well documented in academic literature, which 

focuses on different issues such as security, usability, 

accessibility, and legal implications. This literature review 

enables the exploration of key areas and gives an overview of 

where research in e-voting currently is and the challenges and 

solutions proposed by different authors. 

 

● Security in E-Voting Systems 

 

Security is the most critical element in every e-voting system 

since the integrity of the electoral process depends on whether 

the votes can be effectively protected from tampering, fraud, 

or even unauthorized access. Three primary security concerns 

during the process of e-voting, according to Rubin, include 

voter authentication, integrity of votes, and privacy of the 

votes. Several approaches have been suggested for solving 

these issues, while cryptographic protocols have been at the 

core of securing e-voting systems. 

 

The concept of public key cryptography, introduced by Merkle 

in 1980, provided the basis for secure communications in e- 

voting systems. Public key infrastructure enables safe voter 

authentication and guarantees that votes are securely 

transmitted via the internet. This has been implemented in 

most e-voting systems, such as in the Estonian e-voting 

system, where PKI is used in authenticating the voter and 

ensuring integrity in his/her votes. 

The other large concept in the security of e-voting is that of 

end-to-end verifiability, which supports checking that votes 

are accounted for correctly without threatening the 

confidentiality of the voter. Rivest and Wack [10] suggested a 

cryptographic voting protocol with end-to-end verifiability 

that enabled the voter to log and verify whether his vote had 

entered the final count. This has been put into practice recently 

in systems like Helios, where voters can use cryptographic 

proofs to check their votes were counted as cast [4]. 

 

Security issues with e-voting systems are not devoid of 

challenges. Cyberattacks can be carried out via DDoS attacks, 

phishing, and malware, all posing severe threats to the 

integrity of the voting process. As Mursi and Lee [11] note, a 

robust security mechanism would guarantee that e-voting 

systems are protected from these types of threats by use of 

intrusion detection systems, firewalls, and secure protocols of 

communication. 
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Other than external attacks, it risks insider attacks. For 

example, an insider who can access the infrastructure of the 

system might manipulate the votes or disrupt the voting 

process in any way. To make this risk minimal, Yee [12] 

recommends the use of tamper-evident technologies and 

secure logging mechanisms, so that unauthorized access can 

be detected and thus inhibited. 

● Usability and Accessibility 

 

The usability and accessibility of e-voting systems are, thus, 

next in the line of vital concern if high voter turnout and 

inclusiveness are to be achieved. A system difficult to use or 

inaccessible to some section of people may lead to voter 

disenfranchisement and legitimacy deficit of the election. 

 

Alvarez and Hall [13] pointedly comment that the design of 

any e-voting system should be user-centered and should 

provide clear and intuitive interfaces while easily navigating 

through the system. 

 

One of the big challenges in developing usable e-voting 

systems is to accommodate all voters' needs, particularly those 

who are either disabled or less technical. Norris [14] adds to 

this paper that the ability to support multiple accessibility 

options is very important, such as screen readers for visually 

handicapped voters or easier access to interface ballots for the 

cognitively disabled. It is also important to ensure that the 

system is compatible with as many devices as possible, not 

only mobile phones and tablets. 

 

Another important obstacle to e-voting is the so-called digital 

divide. According to Norris, this means that some are 'haves' 

in terms of getting access to technology, and others remain the 

'have-notes'. With respect to e-voting systems, this would 

require engineering for a broad span of devices and platforms 

at one's disposal; this would involve even low-end devices 

with limited internet connectivity. This is very crucial when 

considering developing countries, where access to technology 

might be limited. 

 

Usability testing is an important component of the 

development of e-voting systems so that developers can 

identify and fix potential problems prior to fielding a system. 

The process of usability testing, according to Cranor and 

Cytron, should include a wide variety of subjects, including 

those with disabilities and varying levels of technical 

expertise, so as to ensure the system could meet all possible 

voters' needs. 

 

● Legal and Ethical Requirements 

 

Legal and ethical implications of e-voting systems are 

complex and vary significantly across different jurisdictions. 

An electronic voting system needs to conform to local tenets 

and statutes guiding elections, which generally include things 

like transparency, auditability, and privacy of voters. 

Rubin [16] argues that transparency and auditability probably 

represent the most important legal issues in e-voting. Through 

transparency, the public can trust the electoral process, while 

auditability assures some independent body about the results 

of the election. Indeed, election law provisions, in most 

jurisdictions, specify the e-voting system to have some form 

that provides for the audits or verifications of the vote count: a 

paper trail or another method. 

 

Data protection laws, such as the General Data Protection 

Regulation of the European Union, also impose very strict 

requirements with respect to e-voting systems. As Gritzalis 

further notes, any e-voting system must at all times protect the 

voters' data from access by unauthorized persons under such 

codes of conduct. This shall include providing measures of 

security in the process, like encryption, to ensure that data of 

the voters is protected in the process and that voters are 

confident in the privacy of their votes as they vote. 

 

There are also ethical considerations in designing and 

implementing e-voting systems. Cranor and Cytron [15] 

argued that developers of e-voting systems have a moral 

obligation to ensure that the systems will be fair, transparent, 

and accessible to all eligible voters—thus, no cause for 

disenfranchisement. It should ensure that the system does not 

in itself create a bias that could affect the election's outcome. 

 

Apart from fairness, e-voting systems also have to ensure the 

privacy of voters. According to Cranor and Cytron [15], a 

fundamental right to be respected upon the implementation of 

any electronic voting system is the right of privacy for the 

voters. It would mean that the votes are cast anonymously and 

that the system does not for any chance allow tracking and the 

identification of a particular voter. 

● Challenges and Solutions in E-Voting Implementation 

 

Challenges in Implementation of E-Voting and their Solutions 

Implementation of an e-voting system is associated with 

several challenges, ranging from technical issues to user 

adoption. Amongst the technical challenges, one of the prime 

technical challenges is ensuring that the proposed system 

supports a large number of concurrent users without 

performance degradation. Scalability is very important, 

especially for large-scale elections when millions of votes 

have to be processed in a very short time [11]. 

 

This includes another challenge: providing system security 

without disturbing usability. Yee [12] discusses the trade-off 

between security and usability in e-voting systems. According 

to him, highly secure security measures may sometimes scare 

users away or cause errors from their part. Therefore, in 

designing the system, one must ensure these two factors to 

attain high security and user satisfaction at the same time. 
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The challenges have compelled the developers to come up 

with varied solution proposals, which include the use of 

scalable cloud-based architectures, secure authentication 

methods, and also tamper-evident technologies. Mursi and Lee 

[11] emphasize rigorous testing and continuous monitoring to 

check on potential vulnerabilities that may develop in the 

system. 

While designing and developing the system described herein, 

special attention has been paid to system design, rigorous 

testing, and the implementation of tight security measures. 

Java was the chosen language for backend processing, with 

dynamic generation of content relying on JSP, and MySQL 

was turned to for the management of data; all of these come 

together to provide a resilient and scalable platform. On the 

front end, HTML, CSS, and JavaScript were used, while 

usability and accessibility have been remembered in the 

design to make the voting system easy to use for all voters. 

 

 

IV. CONCLUSION 

In this paper, An implementation of the e-voting system 

reflects the transformative potential linked to digital 

technology as it seeks to revolutionize electoral procedures. 

This e-voting system, using a secure, efficient, and properly 

available electronic voting platform, meets the most important 

problems in voting by traditional voting methods: access to the 

polls, security, and the urgency of many votes at the same 

time. The project can only prove that the voting system can 

significantly help with the realization of larger voter turnout, 

owing to convenience and the inclusion of the voting process. 

However, the implementations of e-voting systems require 

tight security arrangements, continuous enhancement in 

usability, and observe legal frameworks to win over the 

confidence of citizens and to ensure that electoral processes 

are free and fair. This project was about e-voting validation, 

which could stand as a real solution for future democratic 

processes. 

 

ACKNOWLEDGEMENT 

I would like to express my sincere appreciation to all those 

who contributed to the successful completion of this research 

paper, "Enhancing Electoral Integrity: Implementation of a 

Secure E-Voting Platform." My deepest thanks go to my 

advisor, [Mr. Prashant Patil], whose expertise, guidance, and 

encouragement have been invaluable throughout the research 

process. I also extend my gratitude to my colleagues and peers 

for their insightful discussions and support. Additionally, I am 

thankful for the resources and assistance provided by [Miss. 

Komal Parit.]. Finally, I am deeply grateful to my family for 

their constant support and encouragement. 

V. REFERENCES 

1. D. T. Immonen and P. I. Karsten, “E-Voting in 

Estonia: Technological Advancement and Political 

Legitimacy,” Electronic Voting Systems, vol. 7, no. 3, 

pp. 40-55, 2015. 

2. R. Rivest and J. Wack, "On the Notion of 'Software 

Independence' in Voting Systems," U.S. Election 

Assistance Commission, pp. 13-18, 2006. 

 

3. B. Adida, "Helios: Web-Based Open-Audit Voting," 

USENIX Security Symposium, pp. 335-348, 2008. 

4. B. Adida, "Advances in Cryptographic Voting: 

Helios and Beyond," Communications of the ACM, 

vol. 54, no. 2, pp. 109-117, 2011. 

 

5. R. Gennaro, D. Boneh, and R. Canetti, "Blockchain 

Technology for Electronic Voting," Journal of 

Cryptology, vol. 33, no. 2, pp. 1-30, 2019. 

6. M. McCorry, S. F. Shahandashti, and F. Hao, "A 

Smart Contract for Boardroom Voting with 

Maximum Voter Privacy," Financial Cryptography 

and Data Security, pp. 357-375, 2017. 

7. A. Kiayias and M. Yung, "Non-Interactive and 

Reusable Cryptographic Voting," ACM Symposium 

on Principles of Distributed Computing, pp. 104-113, 

2016. 

 

8. A. D. Rubin, "Security Considerations for Remote 

Electronic Voting Over the Internet," 

Communications of the ACM, vol. 45, no. 12, pp. 39- 

44, 2002. 

 

9. R. C. Merkle, "Protocols for Public Key 

Cryptosystems," IEEE Symposium on Security and 

Privacy, pp. 122-133, 1980. 

 

10. R. L. Rivest and J. P. Wack, "End-to-End Verifiable 

Voting Systems," Communications of the ACM, vol. 

53, no. 9, pp. 40-45, 2010. 

 

11. S. A. Mursi and Y. Lee, "Scalability in E-Voting 

Systems," International Conference on Internet 

Computing, pp. 20-28, 2004. 

12. K. P. Yee, "Extending the Technology Acceptance 

Model to Assess the Adoption of E-Voting," 

European Conference on Information Systems, pp. 

245-255, 2004. 

http://www.ijsrem.com/


          International Journal of Scientific Research in Engineering and Management (IJSREM) 

                              Volume: 08 Issue: 09 | Sept - 2024                         SJIF Rating: 8.448                                     ISSN: 2582-3930                                                                                                                                               

 

© 2024, IJSREM      | www.ijsrem.com                                 DOI: 10.55041/IJSREM37310                              |        Page 7  

13. R. M. Alvarez and T. E. Hall, Point, Click, and Vote: 

The Future of Internet Voting. Washington, D.C.: 

Brookings Institution Press, 2004. 

14. P. Norris, Digital Divide: Civic Engagement, 

Information Poverty, and the Internet Worldwide. 

Cambridge: Cambridge University Press, 2001. 

15. L. F. Cranor and R. K. Cytron, "Sensus: A Security- 

Conscious Electronic Polling System for the 

Internet," Hawaii International Conference on 

System Sciences, pp. 561-570, 1997. 

 

16. A. D. Rubin, Electronic Voting: Reliability, Security, 

and Trust. New York: IEEE Security & Privacy, 

2006. 

17. D. Gritzalis, "Principles and Requirements for a 

Secure E-Voting System," Computers & Security, 

vol. 21, no. 6, pp. 539-556, 2002. 

 

18. D. Chaum, "Secret-Ballot Receipts: True Voter- 

Verifiable Elections," IEEE Security & Privacy, vol. 

2, no. 1, pp. 38-47, 2004. 

19. T. Kohno, A. Stubblefield, and D. S. Wallach, 

"Analysis of an Electronic Voting System," IEEE 

Symposium on Security and Privacy, pp. 27-40, 2004. 

 

20. B. G. Sterling, "The Impact of Technology on Voting 

and Democracy," Technology and Society Magazine, 

vol. 30, no. 2, pp. 12-18, 2011. 

21. J. Benaloh, "Ballot-Casting Assurance," USENIX 

Security Symposium, pp. 14-22, 2007. 

 

22. M. E. Lopez, "Legal and Ethical Implications of E- 

Voting Systems," Law and Technology Journal, vol. 

17, no. 3, pp. 75-89, 2013. 

23. A. M. Tadayoshi, "Building Trust in Online Voting 

Systems," Communications of the ACM, vol. 52, no. 

7, pp. 120-124, 2009. 

 

24. C. Karlof, "Cryptographic Voting Protocols: A 

Review," Journal of Information Security and 

Applications, vol. 15, no. 3, pp. 120-130, 2010. 

 

   Bibliography: 

 

 

Mr. Prashant Bajirao Patil. currently Delv 

Senior Software Engineer in Mphasis 

Limited. He guide me technical things and 

help to implement algorithm. 

 

 

 

 

Miss. Komal Mahadev Parit. currently 

Software Engineer in Irth Solution. She guide 

me technical things and help to implement 

algorithm. 

 

 

 

 

Mr. Sourabh Suresh Patil is currently 

pursuing a B.Tech in Artificial Intelligence 

& Data Science at Government College of 

Engineering, Ratnagiri. He is publishing this 

paper under the esteemed guidance of Mr. 

Prashant Patil and Miss. Komal Parit. 

 

 

 

 

Mr. Sanskar Vilas Patil is currently 

pursuing a Polytechnic Diploma in 

Computer Science & Engineering at 

Rajendra Mane Polytechnic, Ambav 

(Devrukh). He has helps in conducting a 

comprehensive survey on e-voting system. 

http://www.ijsrem.com/

