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Abstract: 
The electoral system has experienced 

many efficient changes within the past few 

decades. India, still directs its races utilizing 

either Secret Ballet Voting (SBV) or 

Electronic Voting Machines (EVM), the two 

of which include significant expenses, 

physical work and are wasteful.In the existing 

system, it verifies only identification proof, 

which made more chances for fake voting. 

So to overcome this problem, web- 

based smart voting system along with facial 

detection and recognition approach is 

used.Individual voters will be deemed eligible 

to vote once their identities have been 

verified. This is very fast and helpful 

technique to do the verification of the voters. 

All of the label pictures are trained using a 

convolutional neural network, which is the 

class of Artificial Neural Network (ANN) to 

anticipate the output by categorizing the 

photos in this technique On the database, data 

analysis will take place. 
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Introduction: 
An online voting system for Indian 

election is proposed for the first time through 

this project. The proposed model has a greater 

security in the sense that voter high security 

password is confirmed before the vote is 

accepted in the main database of Election 

Commission of India. 

The additional feature of the model is that the 

voter can confirm if his/her vote has gone to correct 

candidate/party. In this model a person can also vote 

from outside of his/her allotted constituency or from 

his/her preferred location. In the proposed system the 

tallying of the votes will be done automatically, thus 

saving a huge time and enabling Election 

Commissioner of India to announce the result within 

a very short peri 

 

Literature Review: 
In India there are two methods used for 

voting. [1] The methods are secret ballot paper and 

EVM (Electronic voting machine). The first method is 

secret ballot paper which required lot of paper. [2] 

The second method that is EVM is started since in 

2003. To mark a vote, a voter has to press blue button 

on EVM (Electronic voting machine) machine against 

the name and symbol of his/her choice politician party. 

When the buttons pushed, then red light 

(lamp) will be shine of lamp against the symbol with 

beep sound which indicates 

that vote is recorded successfully in the record. Every 

time the process is repeated as well as arrangement of 

voting booth in increasing in every year and it require 

more and more manpower on the location of voting 

booth so it is very difficult to manage the entire 

schedule of the day. 

Process of election preparation is to start 

before one month of election it requires more space to 

hiring voting booths. We have to propose a method 

or a system which is 
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more secure than the existing system. In this 

project through face recognition, we have to 

identify the person/people who is come for 

vote is valid or not. We have to use two ways 

of validation in proposed system. The first 

way is through face recognition and the second 

way is through unique id number. 

In face recognition we have to capture 

the face image by using webcam if the capture 

picture is matched with current present 

database of face given by the election 

commission. If the capture picture match with 

the respective image of voter in the database, 

then and then only voter can give their vote in 

election. We know that existing system is not 

secure because in existing system the security is 

check by only voter card so any person can 

give other person vote with voter card, but in 

this system voting is more secure. 

Proposal system is the face capture by 

using webcam. The webcam is introducing a 

small digital video camera 

directly or indirectly connected to a computer. 

Webcams present in the form of software that 

needs to be installed on the computer to help 

the find out the capture data is match with 

present data. Webcams capable of taking 

pictures. Webcams are also known as Web 

cameras. After capturing image, we can 

perform the different face recognition 

algorithm on that image. After that face is 

match with current database, we can find the 

UID of that person 

 
 

Related work: 

• In existing systems, voters go to the voting 

centers and they cast their votes manually. 

• It is time consuming and there is chance of 
gambling the votes. 

• This system relies on huge number of skilled 

people to work at polling booths and hence is 

difficult to scale up and it's expensive too 

Proposed System: 

• In the proposed system, I have tried to build a 

secure online voting system that is free from 

unauthorized access while casting votes by the 

voters. The server aspects of the proposed 

system 

have such distribution of authority that server does 

not enable to manipulate the votes. 

• It is expected that the proposed online voting 

system will increase the transparency and 

reliability of the existing electoral system. It uses 

computer vision techniques for person 

identification. 

• In this proposed system pretrained image 

processing models and using streamlit module for 

hosting python based web pages which redirects 

to multiple webpages and connects excel to store 

the recorded data 
 

 
 

The input is an image of a person's face, which is 

passed through the face detection component to 

locate the face. The feature extraction component 

extracts features from the face, which are used to 

match the person's identity with a database. The 

output is the identity of the person, which is then 

used for access control purposes 

Input image --> Face detection --> Feature extraction --> 
Identity matching --> Access control --> Output (identity of 
person) 

The system first collects data from the voter, 

which is stored and retrieved when needed. The 

image of the voter's face is passed through the 

face detection and feature extraction components 

to extract facial features. These features are then 

used to match the voter's identity with a database. 

The output is the verification of the voter's identity 

Data collection --> Data storage --> Data retrieval --> Face 
detection --> Feature extraction --> Identity matching --> 
Output (verification of voter) 
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Results: 

Login page containing of details of voter and a 

direct mail is sent to users email 

 

 

 
On click of verify my id camera access is been 

given and captures users face. 

 
Authorized User 
 

 

Un-Authorized User 
 

 

 
If the use is Authorized it redirects to voting 

page 

 

 

 

 

 

 

 

 

 
Once the vote is casted the vote is been stored in 

excel sheet. 

 

 

 

Conclusion: 

 

Face recognition has been since its advent a 

more secure and trustworthy form of authentication 

by including this feature with our present voting 

system we could enhance the capabilities of the 

system and can make it more secure and free from 

false voting. We proposed the process of an online 

system, which includes systems like enlistment of 

voters, vote casting, vote checking, and pronouncing 

results which would establish a decent answer to 

substitute for the framework that is in the voting 

system. 

The aim is to develop an application that seeks 

to use various stages of security authentication to 

enhance the election process for political party 

elections. We have also compared their performance 

based on how they classify faces in the images. The 

images in the training set were augmented for further 

enhancement of their features. In future work, we 

plan on increasing the training dataset and applying 

other important techniques like Deep learning neural 

network, etc. 
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Future Enhancements: 
 

Facial recognition technology has the 

potential to improve the voting system by ensuring 

that only eligible voters are allowed to vote and 

preventing fraudulent activities. Here are some 

potential future enhancements that could improve 

the accuracy and fairness of facial recognition for 

voting: 1) Improve the accuracy of the facial 

recognition algorithm: Facial recognition 

algorithms rely on complex machine learning 

models to match a person's face with their identity. 

2) Ensure transparency and accountability: To 

address concerns related to bias and 

discrimination, facial recognition algorithms 

should be transparent and accountable. 

 

 

 
References: 

[1] Shrivastava, Vishesh, and Girish Tere. "An analysis of 

electronic voting machines for their effectiveness. 

"International Journal of Computing Experiments (IJCE) Vol 

1 (2016): 8-12. 

 

[2] Abdulhamid, S. M., Adebayo, O. S., Ugiomoh, D. O., 

& AbdulMalik, M. D. (2013). The Design and Development 

of Real-Time E-Voting System in Nigeria with Emphasis on 

Security and Result Veracity. International Journal of 

Computer Network and Information Security,5(5),9–18. 

https://doi.org/10.5815/ijcnis.2013.05.02 

 

[3] Hazzaa, F. I., Kadry, S., & Zein, O. K. (2012). Web- 

Based Voting System Using Fingerprint: Design and 

Implementation. II [4] 404–409. 

 

[4] Nautiyal, J. (2013). An Automated Technique for 

Criminal Face Identification Using Biometric Approach. 

2013(Cac2s), 608–611. 

 

[5] Seven-Bo (2021) Coding is Fun 

https://github.com/Sven-Bo/data-entry... 

[6] Choudhary, Nilam, Shikhar Agarwal, Geerija Lavania, 

‘Smart Voting System through Facial Recognition’, 

International Journal of Scientific Research in Computer 

Science and Engineering, vol. 7, no. 2, pp.7-10, 2019. 

 

[7] S.G. Prabhu, A. Nizarahammed, S. Prabu, S. Raghul, 

R.R. Thirrunavukkarasu, P. Jayarajan, ‘Smart Online Voting 

System’, In 2021 7th International Conference on Advanced 

Computing and Communication Systems (ICACCS), Vol. 1, 

pp. 632-634, 2021. 

 

[8] B. Singh, K. Ranjan, D. Aggarwal, ‘Smart voting web 

based application using face recognition, Aadhar and OTP 

verification’, International Journal of Research in Industrial 

Engineering, vol. 9, no. 3, pp. 260-270, 2020. 

 

[9] M. Alim, Affan, Misbah M. Baig, Shahzain Mehboob, 

Imran Naseem, ‘Method for secure electronic voting system: 

face recognition based approach’, In Second international 

workshop on pattern recognition, vol. 10443, pp. 76-80, 

2017. 

 

[10] M. S. Sruthi, K. Shanjai, ‘Automatic voting system 

using convolutional neural network’, In Journal of Physics: 

Conference Series, vol. 1916, no. 1, pp. 012074, 2021. 

 

[11] Parmar, Abhishek, Sagar Gada, Trunesh Loke, Yash 

Jain, Sujata Pathak, Sonali Patil, ‘Secure E-Voting System 

using Blockchain technology and authentication via Face 

recognition and Mobile OTP’, In 2021 12th International 

Conference on Computing Communication and Networking 

Technologies (ICCCNT), pp. 1-5. 2021. 

 

[12] G. Kumar, S. Gupta, D. Agarwal, D.Tiwari, ‘Virtual 

Voting System. International Journal of Informatics’, 

Information System and Computer Engineering 

(INJIISCOM), vol. 2(1), pp.77-82, 2019. 

 

[13] Piam, Emrul Hasan, Ashik Mahmud, Rawad 

Abdulghafor, Sharyar Wani, Adamu Abubakar Ibrahim, 

Akeem Olowolayemo, ‘Face Authentication-Based Online 

Voting System’, International Journal on Perceptive and 

Cognitive Computing, vol. 8, no. 1, pp.19-23, 2022. 

 

[14] R.Bharathi, T.Abirami,” Energy efficient 

compressive sensing with predictive model for IoT based 

medical data transmission”, Journal of Ambient Intelligence 

and Humanized Computing, November

 2020, https://doi.org/10.1007/s12652-020-02670- 

 

[15]A. K. Tyagi, T. F Fernandez, S. U. Aswathy, 

‘Blockchain and aadhaar based electronic voting system’, In 

2020 4th International Conference on Electronics, 

Communication and Aerospace Technology (ICECA), pp. 

498-504, 2020. 

 

[16]Jadhav, Vanita, Kanchan I. Chouhan, Vidya 

B. Maskar, ‘Smart Voting through UID Verification by using 

Face Recognition’, IJETT, vol. 6, no. 1, pp.1-10, 2019. 

http://www.ijsrem.com/
https://doi.org/10.5815/ijcnis.2013.05.02
https://github.com/Sven-Bo/data-entry.
https://doi.org/10.1007/s12652-020-02670-

