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ABSTRACT

In densely populated urban landscapes, women navigating
taxis and auto-rickshaws encounter heightened risks of
harassment, assault, and route deviations, often
unaddressed by conventional navigation systems that
favor efficiency over security. Drawing from India's
National Crime Records Bureau data, where over 80% of
transport-related incidents target women, this paper
introduces the Travelers Safety Solution—an Al-lIoT
hybrid platform engineered for proactive risk mitigation.
The system fuses YOLOVS for real-time object and driver
detection, Tesseract OCR for license plate verification,
Google Maps API for safety-prioritized routing, and map-
matching  algorithms  for deviation prediction,
complemented by SMS alerts to emergency contacts and
RTO database integration. Implemented via a
Python/Flask backend with MySQL persistence, the
prototype demonstrates 92% OCR accuracy, 95%
detection precision, and 40% improved user-perceived
safety in a S5O-participant study. Through detailed
simulations and empirical evaluations, we analyze
performance under varied conditions, including low-light
scenarios and network latency, revealing a 35% reduction
in deviation risks compared to baselines like Uber. This
work not only empowers female commuters but also sets
a scalable blueprint for inclusive smart mobility, with
implications for policy and urban planning.

Keywords—Women's  safety, urban commuting,
YOLOVS, Tesseract OCR, real-time tracking, route
deviation detection, Al in transportation, geospatial
analytics

1. INTRODUCTION

In rapidly urbanizing regions such as India, where public
transportation forms the backbone of daily mobility,
women commuters face disproportionate risks, including
harassment, assault, and route-based exploitation in taxis

and auto-rickshaws. The National Crime Records Bureau's
2022 report underscores this crisis, revealing that over
80% of transport-related harassment incidents target
women, exacerbated by rising urban density and
inadequate regulatory oversight [1]. Conventional
navigation systems, exemplified by Google Maps,
optimize for efficiency—shortest paths and minimal travel
time—yet systematically overlook safety imperatives,
such as crime-prone areas, poor illumination, or unvetted
drivers, thereby amplifying vulnerabilities [3]. Consider a
typical evening commute: a woman hails an auto-
rickshaw, but the driver veers into unfamiliar alleys,
leaving her isolated without real-time oversight or
verification tools. This disparity necessitates a paradigm
shift toward intelligent, safety-centric solutions that
empower users with proactive safeguards.

To address this imperative, we propose the Travelers
Safety Solution, an innovative Al-IoT integrated platform
tailored for women's secure urban commuting. By
harnessing YOLOvVS for real-time object and driver
detection, Tesseract OCR for license plate verification,
Google Maps API for safety-optimized routing, and map-
matching algorithms for deviation monitoring, the system
delivers automated SMS alerts, guardian tracking, and
post-journey accountability. This work advances the field
by transitioning from reactive mechanisms to preventive
architectures, with empirical validation demonstrating
enhanced user safety and system reliability.

Our contributions are multifaceted: (1) A holistic
architecture fusing computer vision, deep learning, and
geospatial tools for end-to-end safety; (2) Novel
integration of anchor-free detection and Hidden Markov
Models for efficient verification and deviation forecasting;
and (3) Comprehensive evaluations, including user studies
and comparative benchmarks, quantifying a 40% safety
uplift. The paper unfolds as follows: Section II surveys
related literature, Section III elucidates the system model,
Section IV details implementation and methodology,
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Section V presents results and discussions, and Section VI
concludes with future trajectories.

1.1. OBJECTIVES

The primary objectives of this research are to develop and
evaluate an Al-driven travel safety system tailored for
women commuters, addressing prevalent security
challenges in wurban transportation. Specifically, the
system aims to integrate real-time route planning for safer
pathways, implement secure driver communication
channels, incorporate SMS notifications for guardian
monitoring, deploy GPS-based location tracking, utilize
map-matching algorithms for deviation detection and
alerts, verify driver credentials via RTO data, and establish
a user feedback mechanism for continuous improvement.
These objectives collectively seek to enhance safety,
empower users, and reduce risks through intelligent, data-
driven interventions.

2. LITERATURE REVIEW

The discourse on urban commuter safety, particularly for
women, intersects transportation engineering, Al, and
social sciences, yet remains fragmented. Early efforts
focused on reactive personal safety apps: bSafe and Circle
of 6 enable location sharing and SOS signals but lack
predictive elements, responding only after threats
materialize [2]. Ride-hailing platforms like Uber
incorporate sharing features, yet empirical analyses reveal
they route through high-risk zones 30% of the time,
prioritizing algorithmic efficiency over human-centric
security [3].

Advancements in Al have catalyzed proactive paradigms.
Convolutional Neural Networks (CNNs), foundational to
image recognition, underpin object detection in
autonomous vehicles [4], enabling tasks like face and
vehicle identification. YOLO architectures, evolving from
v5 to v8, introduce anchor-free detection for faster
inference—directly regressing bounding boxes and class
probabilities via a single-stage network: $P(Object) \times
IOU {pred}~{truth}$ [5]. This efficiency is pivotal for
mobile deployment, reducing latency by 20% compared to
two-stage detectors like Faster R-CNN.

Optical Character Recognition (OCR) complements vision
tasks: Tesseract, an open-source LSTM-based engine,
excels at extracting alphanumeric data from images, with
applications in automated license plate recognition
(ALPR) for tolls and surveillance [6]. Fine-tuning on
domain-specific datasets (e.g., Indian plates) boosts
accuracy to 90%+, addressing challenges like blur and
angles via preprocessing (e.g., Canny edges).

Geospatial analytics further the safety narrative: Map-
matching algorithms, such as those in OpenStreetMap
Routing Machine (OSRM), align noisy GPS traces to
digital road networks using Hidden Markov Models
(HMMs), minimizing emission probabilities for deviations
[7]. Studies on travel time variability employ functional
principal component analysis to model uncertainties [8],
but rarely integrate crime data for safety routing.

Gender-specific initiatives, like India's SheCabs, mandate
female drivers but falter on tech integration—no Al
verification or real-time alerts [9]. Globally, works like
[10] explore Al for tourist safety, yet overlook urban
women's unique vulnerabilities. Our solution synthesizes
these strands: Unlike [11], which targets general traffic,
we prioritize commuter risks via a fused pipeline,
incorporating RTO databases for verifiable authenticity.
This holistic approach fills the void, blending deep
learning's pattern recognition with [oT for actionable
insights. Recent surveys [12] highlight the need for such
integrations, projecting a 25% drop in incidents with Al
adoption, aligning with our empirical goals.

3. DATASET DESCRIPTION

The dataset for this study comprises a combination of real-
time and historical data sourced from multiple channels to
support Al-driven safety features. Primary data includes
geospatial information from Google Maps APIL
encompassing traffic patterns, route coordinates, and
safety-related attributes (e.g., crime rates, lighting
conditions) for urban areas. Driver verification relies on
vehicle images and license plate data extracted from user-
uploaded photos, augmented with metadata from Regional
Transport Office (RTO) databases, including driver
credentials and vehicle registrations. User-generated data,
such as journey logs, GPS coordinates, feedback ratings,
and SMS notification records, forms the behavioral
component, collected via the web app with explicit
consent. For machine learning models, a curated subset of
5,000+ annotated images (e.g., vehicle and license plate
samples) was used for training YOLOvVS and Tesseract
OCR, sourced from public repositories like Open Images
Dataset and supplemented with project-specific captures.
Preprocessing involved normalization, noise reduction,
and data augmentation to handle variations in lighting and
angles. The dataset adheres to privacy standards, with
anonymization of personal identifiers, ensuring
compliance with ethical guidelines.  Challenges include
data sparsity in real-time streams and variability in image
quality, mitigated through robust validation and cross-
verification protocols. This multifaceted dataset enables
accurate model training, with an 80/20 train-test split,
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achieving high fidelity in safety predictions as validated in
experimental results.

4. METHODOLOGY

The methodology for developing the AI-Driven Travel
Safety Solution adopts a structured, iterative process
beginning with requirement analysis to identify safety
challenges for women commuters. System design
incorporates a modular architecture with four layers—user
interface, application logic, data processing, and
integration—alongside  eight specialized modules,
implemented using Flask for backend operations and
MySQL for data storage. Al components, including
YOLOVS for object detection and Tesseract OCR for text
recognition, are trained on curated datasets and integrated
with external APIs such as Google Maps for route
optimization and RTO servers for verification. Real-time
functionalities, like GPS tracking and deviation alerts, are
deployed with secure protocols, followed by
comprehensive testing (unit, integration, and acceptance)
to validate performance metrics, including high accuracy
in recognition tasks and low-latency responses. User
feedback loops ensure continuous refinement, resulting in
a scalable, privacy-compliant system evaluated through
empirical simulations.

5. SYSTEM MODEL

The Al-Driven Travel Safety Solution employs a modular,
layered architecture to enhance security for women
commuters by integrating artificial intelligence (Al), real-
time analytics, and secure protocols. This model
overcomes limitations in traditional navigation systems by
emphasizing safety metrics, such as route deviations and
risk-prone areas, while ensuring scalability and data
privacy compliance.
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Fig 1 Dataflow Diagram

. User Interface Layer: Provides role-
based web and mobile interfaces for users (e.g.,
travelers, guardians, administrators), featuring
responsive  designs  via  Bootstrap  for
functionalities like journey planning and tracking.

. Application Logic Layer: Built on Flask
(Python), this layer manages core operations,
including route optimization, driver verification,
and alert generation, integrating machine learning
for decision-making.

. Data Processing Layer: Handles data
storage in MySQL and processes real-time inputs
(e.g., GPS data) using tools like Pandas and
NumPy, with Al models analyzing unstructured
data.

. Integration Layer: Connects to external
services, such as Google Maps API for navigation,
RTO databases for wverification, and SMS
gateways for notifications, using secure protocols
like HTTPS.
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[Fig. 2: System Model: Layered architecture with
perception, cognition, and actuation. ]

The system is structured into four layers for efficient data
flow and modularity, as outlined in the project's Data Flow
Diagrams (DFDs) and Entity-Relationship (ER) models.
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The architecture supports cloud deployment, with data
flows from inputs to outputs and feedback loops for
refinement.

Proposed System

The proposed Travelers Safety Solution is an intelligent,
Al-driven framework designed to significantly enhance
the security of women commuters. This system addresses
the critical safety gaps in existing navigation services by
implementing a multilayered, proactive security
architecture. It leverages the Google Maps API for real-
time, safety-optimized route planning that deliberately
avoids high-risk areas. Crucially, it integrates YOLOVS for
real-time object detection and Tesseract OCR for
automatic license plate recognition, enabling mandatory,
on-the-fly driver and vehicle verification against RTO
server databases before the start of a journey. Furthermore,
the system guarantees continuous traveler security through
real-time location tracking shared with emergency
contacts, automated SMS notifications of journey details,
and sophisticated map-matching algorithms that instantly
detect route deviations and trigger immediate emergency
alerts, ensuring rapid response to any unforeseen security
threat.

B. Key System Modules

The system includes eight modules for targeted safety
features, ensuring high reliability (e.g., >95% accuracy in
license plate recognition).

1. Travelers Safety Web App Module:
Serves as the central platform for user registration,
authentication, and dashboards.

2. Driver Verification Module: Uses
YOLOVS for object detection and Tesseract OCR
for license plate recognition, verified against RTO
data with user confirmations and alerts for
mismatches.

3. Route Planning and Optimization
Module: Leverages Google Maps APl to
prioritize safe routes based on traffic and safety
factors, with driver communication.

4. Journey Notification Module: Sends
automated SMS alerts to contacts with journey
details and tracking links at key events.

5. Real-Time Tracking Module: Monitors
locations via GPS and map-matching, sharing data
securely and triggering deviation alerts.

© 2025, IJSREM | https://ijsrem.com

6. Deviation Prediction Module: Applies
machine learning (e.g., Scikit-Learn) to predict
risks from historical data for route adjustments.

7. Alert System Module: Handles
emergency alerts, both manual and automated,
interfacing with authorities for response.

8. User Feedback Module: Collects post-
journey ratings and reviews to improve services.

C. Data Flow and Workflow

The workflow follows a sequential process: user inputs
initiate actions, Al processes data, APIs execute tasks, and
outputs (e.g., alerts) are generated. Data moves through
layers, with ER diagrams ensuring integrity. This supports
real-time operations with low latency (<2 seconds for
alerts), as per testing.

D. Technologies and Tools

The stack includes:

. AI/ML Frameworks: YOLOvS and
Tesseract for vision tasks; TensorFlow and
OpenCV for processing.

) Backend: Python Flask; MySQL for
storage.

o Frontend: HTMLS5/CSS3 with Bootstrap.
) Integrations: Google Maps API; RTO

for compliance; SMS services.

o Environment: WampServer for
development; cloud for deployment.

This model, validated through rigorous testing, offers a
robust framework for urban safety, with potential for Al
enhancements in future work.

6. IMPLEMENTATION

The prototype was realized using Python 3.10, leveraging
its rich ecosystem for Al and web development. The
backend employs Flask for RESTful APIs, handling
authentication via session management and JWT tokens.
MySQL serves as the relational database, with schemas for
users ($pm_user$), vehicles ($pm_vehicle$), drivers
($pm_driver$), and journeys ($pm_travel$). Frontend
utilizes React Native for cross-platform mobile access,
styled with Bootstrap for responsive, intuitive interfaces—
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crucial for users on budget smartphones prevalent in urban
India.

A. Computer Vision Integration

The verification module processes inputs via OpenCV:
For an uploaded image $1$, we apply

P Canny(GaussianBlur(/, (5,5),0), 30, 150).

Contours $C$ are detected with $\text{area}(C) > 1000$
to isolate the plate ROI. Tesseract OCR, configured for
Indian formats (--psm 8, lang='eng'), yields $L$; post-
processing cleans via regex for alphanumerics. We fine-
tuned on a custom dataset of 500 plates (augmented with
rotations/blurs), achieving convergence after 50 epochs
using Adam optimizer.

YOLOVS, sourced from Ultralytics, loads the nano model
($yolov8n.pt$) for edge efficiency: Inference on a
Snapdragon 660 yields 25-30 FPS. Driver face matching
employs pre-trained embeddings (e.g., via InsightFace),
computing similarity $\cos(\theta) = \frac{\mathbf{e}d
\cdot \mathbfi{e} {RTO} } {|\mathbf{e}d|| \edot
|\mathbf{e}{RTO}||}$. Challenges included low-light
handling, mitigated by histogram equalization.

B. Geospatial and Communication Pipeline

Route planning queries Google Maps Directions API: $R
= \text{Directions}(S, D {dest}, mode='driving',
avoid='highways|tolls")$, overlaid with safety layers from
public crime APIs (e.g., simulated NCRB data). Deviation
monitoring polls GPS every 30s, applying Algorithm 1
(expanded from conference version with HMM
smoothing).

SMS alerts integrate Twilio:

client.messages.create(body=msg, from ='+1234567890",
to=guardian_mobile)

Feedback is stored as JSON in $pm_travel.feedback$,
enabling sentiment analysis via NLTK for admin
dashboards.

RTO connectivity simulates secure API calls (OAuth2); in
production, it fetches via endpoints like $GET
/vehicle/{plate}$. Security measures include input
sanitization (SQLAIchemy ORM) and rate-limiting to
thwart DDoS.

C. Development Challenges and Mitigations

Deployment hurdles included mobile battery drain
(addressed by on-device YOLO inference) and GPS
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inaccuracies in urban canyons (HMM mitigates with 85%
snap accuracy). Testing spanned unit (PyTest, 95%
coverage), integration (Selenium for API flows), and load
(JMeter, 500 concurrent users at <200ms response).
Ethical considerations—data minimization and bias audits
in YOLO training—ensure equitable performance across
demographics.

Total codebase: ~4,000 lines, versioned on GitHub. Dev
environment: WAMP on Windows; production: AWS
EC2 with Docker for scalability.

Algorithm 1: Enhanced Deviation Detection with HMM
Smoothing

Input: GPS trace $O = {o_t} {t=1}"T$, Route $RS,
Threshold $\delta$
Output: Deviation alert and smoothed path

7. RESULTS AND DISCUSSION

Evaluations combined controlled simulations (200 images,
150 GPS traces) on hardware (Android mid-range, i7
laptop) with a real-world user study (50 female
participants, ages 20-45, Mumbai-based commuters over
2 weeks).

A. TECHNICAL BENCHMARKS

OCR performance: 92% accuracy on clear plates (F1-score
0.91), degrading to 78% in low-light but recovering to
85% post-equalization. YOLOv8 excelled: 95%
mAP@0.5 for ‘'vehicle/person' classes, with 33ms
inference—15% faster than YOLOv5 [5]. Deviation
detection via Algorithm 1 (HMM-enhanced) achieved
95% recall/precision on noisy traces (std. dev. 50m), vs.
82% for naive Haversine alone.

Table I: Comparative Performance Metrics

Componen | Ours| Uber- Tesseract

t like [3] | Standalone
[6]

OCR 92 N/A 85

Accuracy

(%)

Detection 30 N/A N/A

FPS

Deviation | 95 70 N/A

Recall (%)
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Alert 1.8 |5+ N/A
Latency (s)

Safety 40 15 N/A
Uplift (%)

Energy analysis: Mobile tracking consumed 12%
battery/hour, optimized via adaptive polling.

B. USER STUDY INSIGHTS

Participants simulated 120 journeys (60 real, 60 mock).
Pre-study surveys rated safety at 3.1/5; post-study: 4.5/5
(p<0.01, Wilcoxon test). 92% valued verification ("Peace
of mind seeing driver's photo match"), 88% praised alerts
("Guardian knew my exact spot during a detour").
Qualitative feedback: "Intuitive, but add voice SOS for
hands-free." One real incident—a 700m deviation—
triggered alerts in 2.1s, enabling intervention.

Limitations: Internet dependency (95% uptime in tests);
cultural biases in datasets (mitigated via diverse training).
Compared to Uber, our system cut false routes by 35%, per
simulated crime overlays.

C. DISCUSSION

Results affirm the model's efficacy, with Al fusion
yielding robust performance under constraints. Societally,
it could reduce incidents by 25-30% if scaled (extrapolated
from NCRB trends [1]). Challenges like ethical Al (e.g.,
facial recognition privacy) warrant ongoing audits. Future
integrations—e.g., federated learning for crowdsourced
safety data—could enhance generalizability. Fig. 2
illustrates performance trends.
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[Fig. 2: Accuracy vs. Lighting Conditions: OCR and
YOLOVS Performance. ]
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8. CONCLUSION

This paper delineates the Travelers Safety Solution, a
transformative Al-IoT platform that fortifies women's
urban commuting against pervasive risks. By ingeniously
merging YOLOVS's real-time detection, Tesseract's OCR
precision, and geospatial analytics for deviation foresight,
the system not only verifies drivers and optimizes routes
but also instills confidence through vigilant monitoring
and swift alerts. Empirical findings—92% OCR accuracy,
95% detection rates, and a 40% safety perception boost—
validate its superiority over fragmented baselines, paving
the way for scalable deployment in smart cities.

Looking ahead, enhancements like biometric fusion (e.g.,
voice authentication) and predictive ML on crime patterns
could amplify impact. Integrating with law enforcement
APIs and wearables would enable discreet, rapid
responses, while policy advocacy for RTO digitization
ensures sustainability. Ultimately, this work champions
equitable mobility, transforming commutes from sources
of fear into pathways of empowerment, with profound
implications for global urban equity.

In conclusion, the Travelers Safety Solution stands as a
pivotal advancement in Al-driven urban mobility,
delivering verifiable driver authentication, proactive route
safety, and real-time alerts that empower women
commuters amid rising urban risks. Through rigorous
evaluations—yielding 92% OCR accuracy, 95% detection
precision, and a 40% uplift in perceived safety—this
platform not only outperforms fragmented baselines but
also fosters accountability and trust in everyday journeys.
Looking forward, enhancements such as Al-powered risk
prediction models (e.g., integrating crime pattern analytics
for anticipatory routing), biometric voice authentication
for seamless verification, and crowdsourced safety data
via wearables could further elevate its efficacy, potentially
reducing incidents by 25-30% in scaled deployments.
Partnerships with law enforcement APIs and multilingual
voice assistance would enhance accessibility, ensuring
inclusivity across diverse demographics. Ultimately, this
work transcends technology, advocating for equitable
smart cities where women's mobility is secure and
uncompromised, inspiring global policies for safer, more
empowered urban lives.
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