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Abstract The establishment enrolls and logs in to the 

application, the hotel enrolls, and the hotel's head logs 

in to underwrite the lodgings, after which the 

establishment enrolls and logs in. It is important to be 

detailed about the nuances of the food, as well as the 

flow of food through the restaurant. In addition, details 

should be included about the region in which the 

restaurants are located. As soon as the head of the 

establishment accepts the request of the hotel as well as 

charity, the executive helps the head of the 

establishment with the food. Food nuances, the reason 

for requesting the food, as well as the sales proposition 

to the hotel, are viewed by the list. The hotel recognizes 

the establishment based on these points. After the 

portion trades a more detailed view of a motel, this is 

what you see in this frame. Once the property status has 

been changed from sold to reserved, the hotel claims 

this portion. The sold status of an establishment can be 

viewed on the establishment page.  
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I. INTRODUCTION  

 

         As part of this undertaking, the purpose is for the 

hotel to register and login into the application, as well 

as the motel to register, the executive will log in and 

support lodgings once the hotel has logged in. The 

motel adds food nuances with region and its 

availability, the establishment will view the list of food 

considering the region as well as why sales are taking 

place, and the requestor will view transportation to and 

from the hotel. The establishment accepts that costs are 

added to the portion nuances and that they will 

complete the portion nuances for free, so there is no 

charge to the hotel. An establishment can view the paid 

status as well as the harmony update in their housing 

account balance, and they can also view the sold status 

in their motel accommodation. As far as the chairman 

is concerned, the hotels are supported. There is a list of 

hotels that can be of assistance to the chairman.  

   Globally, hunger has become one of the most pressing 

issues that faces millions of people, and it has a 

particularly devastating impact on communities with 

low incomes. The lack of access to healthy and 

nutritious food is not only detrimental to physical 

health, but it is also detrimental to cognitive 

development, productivity, and economic growth. 

Despite this, if we take the right steps, we can make a 

significant difference in the lives of those who are 

suffering from hunger through the right interventions. 

By providing food assistance to those in need and 

establishing a continuous system to ensure sustained 

impact, this project aims to provide dependable support 

to a noble cause by providing dependable support to a 

noble cause.  

 

     This project aims to create a reliable food support 

system which can serve as a safety net for those who 

have a difficult time accessing adequate nutrition, 

thereby providing a reliable food support system. By 

providing nutritious and regular meals to individuals 

and families, we hope to improve their health and 

wellbeing, enabling them to lead more productive and 

fulfilling lives and making them more capable of 

leading better lives. Moreover, by setting up a 

continuous control system, we hope to ensure that the 

positive impacts resulting from our efforts are sustained 

over time, and that those we serve are able to rely on 

our support for the long run.  

 

       As a part of this project, we seek to contribute to a 

broader effort to fight food insecurity and promote 

sustainable development by addressing the immediate 

needs of those who are suffering from hunger in 

addition to responding to the immediate needs of hunger 

sufferers. It is our belief that with the right resources, 

commitment, belief and collaboration, we will be able 

to make a meaningful difference in the lives of those 

who we serve, and build a brighter future for everyone 

in the community. 
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II. EXISTING SYSTEM 

 

        Present-day circulation networks are 

characterized by the initiation of a development 

process as soon as it starts.  In order to handle 

fluctuating jobs, we must be able to measure 

information from different sources, perform complex 

calculations as needed, and control inadequate 

actuators based on the information we get. As a result 

of these requirements, cloud-based innovation 

registration provides a reasonable solution. To 

guarantee that information can be traded and shared 

proficiently, as well as the full utilization of distributed 

computing advantages to help the high level scientific 

and mining required in shrewd frameworks, 

applications can be enabled with semantic data 

coordination.  

Technique: SR algorithm , RBO algorithm  

Disadvantage: 

              The SR problem can be deemed as a system 

reconfiguration problem, which is implemented by 

opening some normally closed sectionalizing switches 

and closing some normally open tie switches.              

 

III. PROPOSED SYSTEM 
 

 

     In the endeavor the clarification register and log into 

the application and the motel register, the chief login 

into the application, and lodgings support lodgings 

after the hotel logs into the application. The 

establishment views the food list based on the location 

of the clarification and whether it is free or paid when 

the hotel has added food nuances with region and 

whether they are free or paid  

Technique: AES algorithm  ,SHA-256 algorithm 

Advantage:  

            With AES encryption, organization can 

establish a higher standard of data security without 

breaking business processes or application 

functionality. 

 

IV. SYSTEM  ARCHITECTURE 

 

       The systems architect establishes the basic structure 

of the system, we propose a Hash code Solomon 

algorithm, AES algorithm and a we can put a small part 

of data in local machine and fog server in order to protect 

the privacy. Moreover, based on computational 

intelligence, this algorithm can compute the distribution 

proportion stored in cloud, fog, and local machine, 

respectively. Through the theoretical safety analysis and 

experimental evaluation, the feasibility of our scheme 

has been +validated, which is really a powerful 

supplement to existing cloud storage scheme  
 

 
                         Fig -1.System Architecture 

 

 

V. SYSTEM IMPLEMENTATION 

 

     AES stands for Advanced Encryption Standard. As 

part of its security measures to encrypt sensitive data, 

AES is widely implemented in software and hardware 

around the world. The AES appraisal (in any case called 

the Rijndael estimation) is an even square code 

computation that takes plain text in squares of 128 pieces 

and converts them to encode text using keys of 128, 192, 

and 256 pieces. Since the AES appraisal is seen as 

secure, it is in the general standard.  The AES appraisal 

uses a substitution stage, or SP relationship, with various 

rounds to pass on figure text. How much changes 

depends on the key size being used. A 128-digit key size 

works with ten changes, a 192-piece key size 

orchestrates 12 rounds, and a 256-cycle key size has 14 

rounds. These rounds requires a round key, but since 

only one key is inputted into the evaluation, 
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this essential ought to be associated with get keys 

for each round, including cycle 0.  

 

MODES OF OPERATION 

 

1.Electronic Codebook (ECB): There is an independent 

encryption and decryption process for every 64-bit 

block.Plaintext and ciphertext are respectively encrypted 

and decrypted individually. 

 

2. Cipher Block Chaining (CBC): A separate 64-bit 

block is created every time a new 64-bit block is created. 

This process is called Initialization Vector (IV)..XOR is 

added to the plaintext to perform encryption. 

3. Cipher Feedback (CFB): By XORing the preceding 

cipher text with plain text, the next cipher text unit is 

created from the input that has been used to build the 

encryption algorithm, which in turn generates an output. 

4. Output Feedback (OFB): Keystream bits are created 

as a result which encrypts blocks of data. 

5. Counter (CTR): Multiple threads are used here to 

execute encryption and decryption. 

 

STEPS OF AES: 

1. Divide Information Into Blocks :  As part of AES  

encryption, the information is first divided into blocks. 

AES is asymmetric encryption algorithm that has a block 

size of 128 bits and divides the information into 4x4 

columns of 16 bytes each so that the information can be 

compressed. 

 2. Key Expansion : The next step of AES  encryption 

involves the AES algorithm recreating multiple round 

keys from the first key using Rijndael’s key schedule. 

3. Substitution of the bytes : In the basic turn of events, 

the bytes of the square text are subbed reliant upon rules 

worked with by predefined S-boxes (short or substitution 

boxes).  

4. Shifting the rows : This is the change step. In this 

development, all lines with the exception of the first are 

moved by one. 

5. Mixing the columns: In this step, the Hill figure is 

utilized to scramble up the message more by blending the 

square's regions.  

6. Adding the round key:   At the point when done 

endlessly, these strategies guarantee that the last code 

text is secure. the person round key. 

 

 SECURITY FEATURES:  

AES is the highest level advanced encryption standard 

algorithm due to the following features: 

1. Security: AES algorithms can withstand 

attacks much better than other encryption 

methods. 

2. Cost: The AES algorithm is intended to be 

used globally, without exclusivity and copyright. 

Also, it is efficient in terms of computational and 

memory level. 

3. Implementation: The Advanced encryption 

standard algorithm is flexible and highly suitable 

when it implements in hardware and software, as 

well as simple to implement. 

 

STEPS FOR ENCRYPTION: 

 These are the steps involved in the steps for data 

encryption: 

1. Expansion of a secret key: Generate a set of round 

keys using the original secret key as a starting point. 

There is a maximum number of round keys that can be 

generated depending on the key length. 

2. Initial Round: It performs add round key operation. 

Between the plaintext key and the round key, XORing is 

performed.  

3. Multiple Rounds:  

           Substitution of several bits: Substitute each and 

every bite in a block using substitution box table. 

          Shift specific rows: Shift the bytes available in 

each row to the left side. The first row in the block is 

made constant , the second row is shifted to one 

position, the third row is shifted by two more positions, 

and the fourth is shifted by three more position and so 

on. 
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          Mix Columns: Mix the columns in the block by 

using matrix multiplication. 

         Add round key: An XOR operation is performed 

between the current block and the specific round key. 

4. Final Round: Perform a final round of 

metamorphosis on each block without the mixing step. 

This is analogous to the original round but without the 

need for generating a new round key. 

5. Output: Output is the encrypted information. By 

connecting each and every block together, we can get 

the entire ciphertext 

STEPS FOR DECRYPTION 

The steps involved in the steps for data decryption are  

 

Gain the translated data: You need to have the 

translated data that you want to decipher. This could be a 

train, a communication, or any other form of translated 

data.  

 

Identify the encryption algorithm: Determine the 

encryption algorithm that was used to cipher the data. 

Common encryption algorithms include AES( Advanced 

Encryption Standard), RSA( Rivest- Shamir- Adleman), 

and DES( Data Encryption Standard).  

 

Gather decryption parameters : For some encryption 

algorithms, fresh parameters are needed for decryption. 

These parameters may include an encryption key, 

initialization vectors( IVs), or other cryptographic values. 

Make sure you have all the necessary information to 

decipher the data.  

 

Decipher the data : Use the applicable decryption 

algorithm or library to perform the decryption. This 

generally involves applying the rear process of the 

encryption algorithm, using the decryption key and any 

fresh parameters.  

 

Corroborate and gain the original data : Once the 

decryption process is complete, corroborate the integrity 

of the decrypted data. Depending on the encryption 

system used, there may be fresh way involved in 

vindicating the authenticity and integrity of 

the decrypted data. 

 
 

 

  
Fig -2: Encryption and Decryption in AES 

 

 

APPLICATIONS: 

 

1. It is used for securing communication and storage. 

2. It is used for file and disk encryption to prevent data loss. 

3. It uses Virtual Private Network for confidentiality and 

protection from unauthorized access. 

 

SHA-256 ALGORITHM: 
 

1. 1. In 2001, the National Security Agency created the 

SHA- 256 algorithm as a successor to the SHA- 1 

algorithm, which was developed by the National Security 

Agency in order to create a secure hashing algorithm. 

2. As the name implies, SHA-256 is a patented 

cryptographic hash function that utilizes 256 bits of data 

to compute a value that is 256 bits long. 

3.  It is a part of the SHA 2 family of algorithms, where 

SHA means Secure Hash Algorithms, which is also 

known as SHA 256. 

4. This was a common problem between the National 

Security Agency and NIST in 2001 when it was required 

to introduce a successor to the SHA 1 family of 

algorithms, which was gradually becoming weaker 

against brute force attacks. 

5. The 256 in the name stands for the final hash 

condensation value, that is, regardless of the size of 

plaintext or cleartext, the hash value will always be 256 

bits. 

6. In comparison to SHA 256, the other algorithms in the 

SHA family are more or less similar to each other. 

7. SHA-256 is a kind of state-of-the-art hash algorithm 

that was developed by the National Security Agency in 

2001 as a successor to SHA-1, which was created by the 

National Security Agency in 2001 as a replacement for 

SHA-1. The SHA-256 algorithm is one type of SHA-2 

(Secure Hash Algorithm 2) 
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STEPS FOR SHA – 256 ALGORITHM 

Here are the steps for implementing SHA-256 algorithm 

in this: 

Communication Padding: In order to comply with the 

requirements of the SHA-256 algorithm, the input 

communication should be padded to meet the 

requirements. Padding includes an addition of a '1' bit 

followed by '0' bits until until the length of the 

communication comes into harmony with 448 modulo 

512. Furthermore, the length of the original 

communication is also added as a 64-bit integer as part of 

the original communication. 

 Initialization: To begin with, the original hash values( 

original hash countries or constants) must be initialized. 

It is estimated that for the SHA-256 algorithm, these 

values are derived from the first 32 bits of the fractional 

corridor corresponding to the square roots of the first 

eight figures in the algorithm.  

Communication Processing: Break the padded 

communication into 512- bit blocks and reuse them one 

at a time. For each block, perform several rounds of 

operations to modernize the hash values. 

Round Operations: There are several operations that are 

performed during each round of the SHA-256 algorithm, 

including bitwise operations (simultaneous to AND, OR, 

XOR, and NOT), modular additions, and logical 

functions (such as majority, alternative, and sigma 

function) which are specific to the algorithm.  

Final hash values: Obtain the final hash value by 

concatenating all of the hash values of the blocks. After 

recycling all blocks in the correct order, concatenate all 

of the hash values. It is expected that the hash value when 

performing the hash operation will be 256 bits. 

ADVANTAGES OF SHA-256 ALGORITHM: 

The following are the benefits of the SHA-256 algorithm: 

• It shows the high level of security 

• It secures the data cryptographically which is 

used in hashing password and securing other 

features. 

• It is relatively secure in terms of automation. 

• It has standardized hash function . 

• It can find the minor changes in input data . 

 

 

VI      DATA FLOW DIAGRAM 

A data flow diagram (DFD) is a graphical 

representation of the “flow” of data through an 

information system. It differs from the flowchart as it 

shows the data flow instead of the control flow of the 

program. A data flow diagram can also be used for the 

visualization of data processing. The DFD is designed to 

show how a system is divided into smaller portions and 

to highlight the flow of data between those parts 

 

 

Fig -3: Data Flow Diagram 

 

VIII      MODULES 

The system module is categorized into three sub-modules 

namely, 

     Module 1: Charity Exploration 

▪ Charity Register 

▪ Charity Login 

▪ Food View 

▪ Request Food 

▪ View hotel request accept 

▪ Payment 

     Module 2: Hotel Registration 

▪ Hotel Register 

▪ Hotel Login 

▪ Add food list 

▪ Charity request view 

▪ Accept Request  

▪ Payment 

http://www.ijsrem.com/
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  Module 3: Homes Registration 

▪ Home Register 

▪ Home Login 

▪ Add food list 

▪ Charity request view 

▪ Accept request 

▪ Payment 

Module 4: Admin Management 

▪ Admin Register 

▪ Admin login 

▪ Approve hotel and home 

▪ Hotel and home food approve 

▪ Food accept 

 

IX     CONCLUSION 

 

        Overall, the food supply chain (FSC) is 

incorporated to increase the economic growth and 

increasing day by day.  

     There is an increasing issue associated with food 

waste across the globe because of the cultural, social, and 

economic consequences it has on supply chains. 

     Our project focuses on contributing towards giving 

more food support to the people who are in desperate 

need.  

     Thus, charities are working hard to ensure that people 

have access to food even in the midst of food waste 

taking place all over the world and to educate the 

community about the appropriate amount of food to 

consume. 

      It also concerns about having controlled system and 

food security to provide appropriate solution for 

supplying adequate foods. 

     This study is highly recommended to the researchers 

to design models for food chain. 

     Many remedies and recommendations are suggested 

to fill the food demand and supply gap for the upcoming 

few years. 

     The paper also supports the idea of 'Food For All’ and 

wastage of food. 

     This idealizes the fact that food does not go in vain 

and is for the people who needs it.  

     It is the purpose of this paper is to provide a solution 

for reducing food waste, which benefits both the 

economy and the environment at the same time.  

 

 

X        FUTURE ENHANCEMENT 

1. Implementing a real-world database system. 

2. Improving the efficiency of protocols, in terms 

of number of messages exchanged and in terms 

of their sizes, as well. 

3. Implement using two are more algorithms. 

4. As technology advances, incorporating the latest 

tools into support arrangements can play a 

significant role in enhancing the support 

arrangements in a range of ways. 

5. A related use of the Internet of Things (IoT) can 

be employed to monitor the conditions in which 

food is stored, thereby ensuring food safety and 

quality in the distribution change. 
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