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Abstract :The Smart and Innovative Locking System for 

Banking Applications introduces a cutting-edge approach to 

thwart unauthorized access, trespassing, and intrusion in 

environments prone to security threats, such as banks, 

corporate offices, financial organizations, jewelry shops, and 

government institutions. Elevating security measures, the 

system employs a dynamic One-Time Password (OTP) 

protocol, effectively enhancing security levels and deterring 

potential unauthorized unlocking attempts. User verification 

leverages a secure OTP-based methodology, ensuring a 

dependable and user-friendly method for secure access. This 

advanced security system provides a resilient and versatile 

security framework, empowering users to proactively address 

evolving security challenges. 
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1.INTRODUCTION  

 
Traditional locking systems, such as key-based 

mechanisms, have long been employed for security; 
however, they come with inherent limitations. Our 
innovative security system aims to eliminate the inherent 
limitations of traditional locks, providing heightened 
security and convenience.  The core components, 
including an Arduino Uno microcontroller, I2C 16x2 
LCD, relay module, 4x4 keypad, and GSM SIM800L 
module, contribute to a comprehensive and effective 
security solution. Users input unique OTPs, activating 
the relay module to unlock the door. Real-time 
notifications via the GSM module keep authorized users 
informed about access attempts, adding an extra layer of 
security and awareness. This system is designed to 
streamline security processes and provide a sophisticated 
solution for modern security needs, ensuring that only 
authorized individuals can access designated areas. 
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II.BLOCK  DIAGRAM 

The I2C 16x2 LCD serves as the interface for displaying 
messages and instructions to users, providing a clear 
communication channel with the security system. Interaction 
with the system is facilitated through the 4x4 keypad, where 
users enter a unique one-time password (OTP). The Arduino, 
at the system's core, generates and authenticates the OTP input 
by the user. Upon successful authentication, the relay module 
is activated, unlocking the door and allowing access. 
Additionally, the integrated GSM module enhances security by 
enabling the system to send real-time notifications to 
authorized users, keeping them informed about any access 
attempts. This comprehensive setup ensures a user-friendly yet 
secure interaction, combining display, input, authentication, 
and communication functionalities for effective access control.  

 

 

 

 
Figure -1: Block Diagram 

 
  

 

 

III. CIRCUIT DIAGRAM 

 

 

 
Figure -2: Circuit Diagram 
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Table1: Results 

 

 

3. CONCLUSIONS 

 
In conclusion, the paper talks about creating a safe digital 

locker using the internet and a special security system. This 

system, which includes a GSM security feature, is designed to 

be more secure than what's currently available. The main idea 

is to make a secure bank locker system that uses One-Time 

Passwords (OTPs). This system can be used in banks, offices, 

and homes. Only the right person with the correct OTP can 

open the locker, making sure that important stuff like 

documents and money are kept safe. The system also sends 

quick notifications to authorized users in case someone tries to 

access it without permission. It's easy to use and focuses on 

making sure your things are really safe. The hope is that 

people will feel confident about using it because of the extra 

security it provides. 
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